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The information contained in this document is believed to be accurate at the time
of publication, however, Accuenergy assumes no responsibility for any errors which may
appear here and reserves the right to make changes without notice. Please ask the local
representative for latest product specifications before ordering.

Please read this manual carefully before installation, operation and maintenance of the
AcuLink810 data acquisition server. The following symbols in this manual are used to provide
warning of danger or risk during the installation and operation of the equipment.

{\ Electric Shock Symbol: Carries information about procedures which must be
,  followed to reduce the risk of electric shock and danger to personal health.

' Safety Alert Symbol: Carries information about circumstances which if not
_A- considered may result in injury or death.

Prior to maintenance and repair, the equipment must be de-energized and grounded. All
maintenance work must be performed by qualified, competent accredited professionals who
have received formal training and have experience with high voltage and current devices.
Accuenergy shall not be responsible or liable for any damages or injuries caused by improper
meter installation and/or operation.
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Aculink 810 Data Acquisition Gateway & Server

Chapter 1: Introduction to AcuLink 810

The AcuLink 810 is an intelligent data acquisition server and gateway that allows users to collect
data from all Accuenergy meters, sensors, and other third-party devices.

The AcuLink 810 collects and logs time-stamped data from connected downstream serial or
Ethernet devices and can store the data in its local non-volatile memory. When using Ethernet, it
is possible to push or pull data using HTTP or FTP protocols as well as pushing data to different
energy management system or any end user software platform. There is no software installation
required for the AcuLink 810, all configuration is done from the gateway's webpage.

1.1 Module Types

AculLink 810-X: Standard data acquisition server and gateway with one 2.4 GHz Wi-Fi connector
and no built- in AcuMesh.

AcuLink810-900: Based on AcuLink810-X, AcuLink810-900 includes one 2.4 GHz Wi-Fi connector
and a built-in 900MHz AcuMesh used in regions including North and South America, Oceania, and
certain parts of Asia.

AcuLink810-868: Based on AcuLink810-X, AcuLink810-868 includes one 2.4 GHz Wi-Fi and a built-
in 868MHz AcuMesh used mostly in regions including Europe, Middle East, Africa, and certain
parts of Asia.

1.2 Functional Overview

Hardware Specifications

- Disk Capacity: 8 GB RAM
+ Interval Recording: 1-1440 minutes, user selectable
- LEDs: Power, Ethernet, Wi-Fi, Modbus TX/RX, AcuMesh

Power

- Power Supply: 24VDC, 500mA
NOTES: This unit is to be sourced by a Class 2 power supply with the following output: 24VDC,
500mA min not to exceed 8A.

Isolation

- RJ45 Ethernet 1500Vrms
- RS485 2500Vrms
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Chapter 1: Introduction to AculLink 810

- Digital Input 5000Vrms

+ Communication

+ Protocol Support: Modbus RTU, Modbus TCP, BACnet MS/TP, BACnet IP, HTTP/ HTTPS, FTP,
SFTP, NTP, SMTP, RSTP, MQTT, MBus SNMP, SunSpec

+ LAN: 2 x RJ45 10/100 Ethernet, full half duplex, auto polarity

+ Wi-Fi: 802.11 b/g/n, 2.4GHz

+ USB: USB expansion port, USB 2.0 Host

Inputs

+ RS485 Port: RS485 Modbus supports up to 32 external devices (expandable)

+ Baud Rate: 9600-115200 bps

+ USB Port: Modbus via RS485-to-USB converter supports up to 32 external devices.
- Baud Rate: 9600-115200 bps

- Digital Input: 8 pulse counters

+ Input Voltage Range: 8-28Vdc

+ Input Current (Max): 8mA

- Start Voltage: 15V

-+ Stop Voltage: 5V

- Pulse Frequency (Max): 100Hz, 50% Duty Ratio (5ms ON and 5ms OFF)

Environment

+ North America: -25° to 70°C (-13°F to 158°F), 90% RH, non-condensing
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Aculink 810 Data Acquisition Gateway & Server

Chapter 2: Installation

2.1 Appearance and Dimensions

Physical Size: 6.3" x 3.5" x 1.27" (159.9mm x 90mm x 32.2mm)

0.40”(10.0mm) %m %I

§ (CNONG®) O O O O O O O O O
O000000O0 O0O00O0OOO O00B0BOOO0O
=
630" (159.9mm)
Figure 2-1 AcuLink 810 Layout (Front View)
z N |
3
3 00000000 | Eob0oodd| | |gE8g o0
- (]  — ()
6.30"(159.9mm)
n V: 2.1.2 Revised: September 2024 A[C”:-v-?Ey

www.accuenergy.com



Chapter 2: Installation

0.40"(10.0mm)

El

1.38"(35.0mm)

|

1.27"(32.2mm)

U

0.26" (6.8mm)

Figure 2-2 AcuLink 810 Layout (Top and Side View)

2.2 Installation Checklist

The following materials are required for the AculLink 810 installation:

+ AculLink 810 Data Acquisition Server & Gateway
- Ethernet Category 5 cable (required for LAN or direct computer to AcuLink 810 connection)
+ Power supply (24Vvdc)
+ Wi-Fi Antenna
+ AcuMesh Antenna
2.2.1 Optional Hardware:

-+ Additional Modbus RTU devices
+ Two wire Modbus/RS485 connection
2.2.2 LAN Information

-+ Ethernet 10/100MB connection point (router/switch)

+ IP address and subnet mask (check with system administrator)
-+ Gateway address (check with system administrator)

+ DNS server address (check with system administrator)

AC[[/:-V:?E}' V:2.1.2 Revised: September 2024 ﬂ

www.accuenergy.com



Aculink 810 Data Acquisition Gateway & Server

2.2.3 Installation Safety Requirements and Considerations

- Field wiring must have a rating of higher than 70°C(158°F); stranded wiring
+ Intended for indoor use

- Altitude: 2,000 meters

+ Overvoltage Category: I

- Pollution Degree: 2

2.2.4 Powering the Unit

The power supply of the AculLink 810 is rated for 24Vdc.

E £ — 1
V+ | V+ | V- | V-
24Vdc Output
Power Supply
OO0 O O O O O O O O O O
100-24Vac Input
Power Supply
00000000 OO000O0O00 00000000
GND | N | L
=
100-240Vac-24Vdc Power Supply

Figure 2-3 AcuLink 810 Power Supply
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Chapter 3: LED Status Descriptions

Chapter 3: LED Status Descriptions

There are total of thirteen (13) LEDs on the AculLink 810 data acquisition server and gateway,
and each represents different functions pertaining to the unit.

—_

00000000 00000000 O0O00BO0B0OBOOO

Figure 3-1 AcuLink 810 LEDs

The LEDs are divided into three groups plus a blue LED that indicates the power status of the
AculLink 810. The groups are AcuMesh LED, Wi-Fi LED, and RS485 LED.

3.1 AcuMesh LEDs

A total of six LED indicators are dedicated to the AcuMesh status states.
RSSI

+ There are three RSSI LEDs that light up green to indicate the signal strength of the incoming
signal.

+ Three green LEDs indicates an excellent signal strength.

+ Two green LEDs indicates a good signal strength.

+ One green LED indicates a poor signal strength.

+ No LED lights indicates a very poor to no signal strength.

ASSOC

- Solid red LED light indicates that the transceiver is powered ON or is communicating.
+ Abrief flashing red LED light happens during a RF transmission.
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AculLink 810 Data Acquisition Gateway & Server

+ Yellow LED light indicates that the transceiver is receiving data.
TX

- Green LED light indicates that the transceiver is transmitting data.

©0O0 ®@ O O

Figure 3-2 AcuLink 810 AcuMesh LEDs

3.2 Wi-Fi LEDs
The Wi-Fi has a total of three LEDs which are related to the Wi-Fi status states.

AP MODE

+ When illuminated green, it signifies that the Wi-Fi is operating in Access Point Mode.
STATION MODE

+ Green illumination indicates that the Wi-Fi is functioning in Station Mode.
STATUS

- Green illumination indicates that the Wi-Fi is working and functioning properly.

E V: 2.1.2 Revised: September 2024 A[C”_-‘v:?gy
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Chapter 3: LED Status Descriptions

Figure 3-3 AcuLink 810 Wi-Fi LEDs
3.3 RS485 LEDs
The RS485 has a total of three LEDs which are related to the RS485 status states.

COMM OK

+ Green illuminated LED light indicates that all RS485 and USB devices in the RS485 network
are online.

COMM ISSUE

Yellow illuminated LED light indicates that some of the devices are online and some devices are
offline in the RS485 network.

NO COMM

+ Red illuminated LED light indicates that all RS485 devices in the RS485 network are offline.

© O @

Figure 3-4 AcuLink 810 RS485 LEDs
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Chapter 4: Initializing the AcuLink 810

The Aculink 810 has a remote webpage that users can access to configure the gateway
settings and view device data. The Aculink 810 gateway has two Ethernet ports and supports
communication with a 2.4GHz Wi-Fi connector.

The default IP addresses and modes are:
Ethernet 1: 192.168.8.101

Ethernet 2: DHCP

Wi-Fi: Access Point Mode

The following outlines the different methods that can be used when accessing the Aculink 810
webpage for the first time. Each method below will explain the step-by-step instructions to set up
the webpage.

4.1 Accessing the AcuLink 810 Webpage
4.1.1 Method 1 - Ethernet Direct Connection

For the direct connection method, there must be an Ethernet connection from the AcuLink 810's
Ethernet 1 port to a computer.

[e}eRe) [eXNelye] [eXNelye] [eXNele] O

| 00000000 H 00000000 || oooo@@oo|

Figure 4-1 AcuLink 810 Ethernet Direct Connection to PC

To access the webpage, the computer IP address must be configured within the same subnet
as the Aculink 810 Ethernet 1 IP address. The Ethernet 1 port has a default IP address of
192.168.8.101.
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Chapter 4: Initializing the AculLink 810

The following outlines how to change the computer’s IP:

1. Start by accessing the control panel of the computer and select Network and Internet.

4 B> ConrolPanel v O SewthControl Panel
Adjust your computer's settings Wiewby: Category *

@  User Accounts
s - & Chage sccount bype

ﬁ Appearance and Personalization

System and Security

Network and Internet

P —— & Clockand
= (LI change cat . o rumioes formts
. Hardware and sound L
R o pivrs 0 Ease of Access
Add o devie Lt oot satngs
Optimize visvel diplay

7, Programs

Figure 4-2 Windows Control Panel

2. Select Network and Sharing Center

O Network and Internet
« 3 v A @ Control Panel » Network and Internet ~ G =
‘Comtzof Penel Homa BA Network and Sharing Center
View network status and tasks Connext to a network View network computers and devices
System and Security
* Network and Internet k. Internet Options

T Z=] Change your homepage | Manage browser add-ons | Delete browsing history and cookies

Programs
User Accounts

Appearance and
Porsonslization

Clock and Region

Ease of Access

Figure 4-3 Windows Network and Internet Settings
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AculLink 810 Data Acquisition Gateway & Server

3. From the left panel of the screen, select Change adapter settings.

BF Network and Sharing Cente
& > ~ A B ControlPanel > Network and Intemet » Network and Sharing Center v G

View your basic network information and set up connections
Control Panel Home

View your active networks
Change adapter settings

Change advanced sharing Network Accesstype:  Internet
settings Public network Connections: € Ethernet

Media streaming options
Change your networking settings

9G# St up a new connection or network
-

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.

= Troubleshoot problems

Diagnose and repair network problems, or get troubleshooting infarmation.
Figure 4-4 Windows Change Adapter Settings

4. Double-click Ethernet, or right-click Ethernet and select Properties from the menu.

& Network
v A % s Control Panel 5 Network and Intermet 3 Network Connections. v oC
Organize *
™/ Bluctooth Metwork Cannection 2 = Ethemet =~ Wik
Not connected -E"r Network 5\“ Not cted
x Bluctoath Device (Personal Area . I(R) Ethernet C 122, XK WiHFi 6 AX201 160MHz

Figure 4-5 Windows Network Status

5. The following window will open, click on Properties button.

General
Connection
1Pv4 Connectivity: Internet
1PV Connectivity: No network access
Media State: Enabled
Buration: 01:07:58
Speed: 1.0 Gbps
Details,
Actity
Sent — &g —  Received
4
Bytes: 196,605,484 | 3,179,110,360
S Praperties # Disable Diagnase

Figure 4-6 Windows Ethernet Status
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Chapter 4: Initializing the AculLink 810

6. The Ethernet Properties window will open. Select Internet Protocol Version 4 (TCP/IPv4)
and click on the Properties button.

Networking  Sharing
Connect using
& Inted(R) Ethemet Controller (3) [225-V

Configure.

This connection uses the folowng Bems.

& B Chent for Microsot Networks

™ " e and Printer Shaving for Microsoft Netwarks

M 59005 Packet Scheduler

By, Intemet Protocol Version 4 (TCP/IPv4)

[ 5 Microsoft Network Adapter Mutiplexor Protocel

¥ s Microsoh LLDP Protocal Drver

¥ s Intemet Protocal Version 6 (TCP/IPYG)

Install Uninstal
Descrotion
Alows your computer to access resources on a Microsolt
network

oK Cancel
Figure 4-7 Windows Ethernet Properties

7. Select the option Use the following IP address: and change the IP address of the
computer. The AcuLink 810 Ethernet 1 address is 192.168.8.101, the computer's IP will need
to be within the same subnet. The IP of the computer can be 192.168.8.xxx, where xxx can

be any number ranging from 1 to 254. For example, an IP address of 192.168.8.10 can be
used.

NOTE: The computer IP address and the AcuLink 810 Ethernet 1 IP address cannot be the same.

nternet Protocol Version 4 (TCP/IPv4) Properties X
General

You can get TP settings assigned automatcally if your network supports:
this capabilty. Otherwise, you need to ask your network administrator
for the appropriate IP settngs.

(O Obtain an IP address automatically

1O Use the following IP address:

1P address: 192.168 . 8 . 10

Subnet mask:

55 .255 .255 . 0
Default gateway:

Obtain DNS server address automatically
O Us the folowing DNS server addresses:
Preferred DNS server:

Alternate DNS server:

() validate settings upon exit ARanced.i:

oK. Cancel

Figure 4-8 Windows TCP/IPv4 Properties
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Aculink 810 Data Acquisition Gateway & Server

Once all settings are complete click on the OK button to confirm the network changes. Next, open
an internet browser and from the address bar type in the AcuLink 810 IP address 192.168.8.101.
The browser will redirect to the login screen and the user will be prompted to enter the sign-in
credentials.

4.1.2 Method 2 - Wi-Fi Wireless Connection

The Aculink 810 webpage can be accessed wirelessly with a Wi-Fi connection. Ensure the Wi-Fi
antenna is installed on the AcuLink 810 before enabling.

00O O O O o OO o O O O

00000000 00000000 00000000

Figure 4-9 AcuLink 810 Wi-Fi Antenna

By default, the Aculink 810 has its Wi-Fi mode set as AP (Access Point) mode. This mode allows the
AculLink 810 to act as a wireless access point for other wireless devices to connect and access the
gateway.

To connect to the AculLink 810 AP mode, search for the SSID in the list of available wireless
networks.
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Chapter 4: Initializing the AcuLink 810

The SSID will be by default AcuLink810-WiFi-S8PxxxxxxxXx, where the S8Pxxxxxxxx is the unique
serial number for the AcuLink gateway. The serial number of the AcuLink 810 can be found on the
side of the unit. The password for the network accuenergy.

40107 imbamanl

& WiFi [ o]

“=x Aculink810-WIFI-S8P22090086
Secured

This Wi-Fi network uses an older security
standard that might not protect you

Connect automatically

Acuvim-3-WIFI-ASP23030108

Acuvim-3-WIFI-ASP53120012

\ca
£

Mare Wi-Fi settings

Figure 4-10 Connect AculLink 810 Wi-Fi on Windows

Once connected to the gateway's wireless network, open an internet browser and in the address
bar enter the IP address 192.168.100.1. The browser will redirect the web server login screen and
the user will be prompted to enter the sign-in credentials.

4.1.3 Login AculLink 810

To log into the webpage, a username and password must be entered. The default username is
admin, and the password is also admin.

NOTE: For the best performance, the recommended internet browsers to access the AcuLink 810
webpages are Google Chrome, or Firefox.
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ALCU=N=REY

Aculink 810 Data Acquisition Server

Sign in to continue
Access Level*

Viewer Admin
Password™

Enter Password here

Figure 4-11 AcuLink 810 Login Window
4.2 Dashboard

After signing into the Aculink 810 webpage, users are directed to the Dashboard webpage. The
Dashboard provides the user with a summary of all the offline devices as well as devices under
the Alarms section. The Alarms section includes the Up Since time, which shows the last time
when the Aculink 810 was powered on or rebooted.

The menu tabs on the top of the webpage allow users to access different settings within the
gateway.

The header at the very top of the webpage displays the time and date of the AcuLink 810. The
footer on the bottom of the webpage includes contact information and links to the Accuenergy
website for further details.
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Aoulink 810 Gatewsy @ Logout Wednesday, February 7, 2026 427 M. @ About Acutink 810 ACCUSMERGY

e Dashboard

Alarm Logs

Offline Devices:

Interface Pratocol Serial Number
RS485 Modous RTU AHB22070452
I RS485 Modbus RTU E3T16080972
RG485 Modbus RTU E3TI8102365
RS485 Modbus RTU 3719052339
RS485 Modbus RTU EHM19100047
19495028E61E3C07 Ethernet MBus GWF19295028.3C.07
Alarms
Device Name: Alarms Interface Pratacel ‘Serial Number

Figure 4-12 AcuLink 810 Dashboard

4.2.1 About Webpage

The AcuLink 810 Device Information section can be found under the About webpage. The About
menu tab is located on the top right corner of the dashboard. This webpage provides an overview
of the AcuLink 810 model number, serial number, Hardware and Firmware versions, and the
Ethernet/Wi-Fi MAC addresses.

Users have the option to enter a Name, Location, and Description for the gateway. Once
configured click on the Save button.
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Device Information

Setting

Name

Location

Description

Model

Serial Number
Hardware Version
Firmware Version

Last Updated

Ethernet 1 MAC Address
Ethernet 2 MAC Address

WiFi MAC Address

V: 2.1.2 Revised: September 2024

Value

AcuLink 810 Test

Masimum 40 enaractars

Enter Location

Maximum 20 chacacters

AcuLink B10 Test Description

Mamum 40 charcters

AcuLinkg10-X.

S8P22090086

V109

w072

2023-12-14 09:02:28

ec:c3:Ba:21:0d:a9

ecic3Ba:21:0d:3a

00:25:ca:84:e8:6d

Figure 4-13 AcuLink 810 About Webpage
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Chapter 5: Device Templates

The AcuLink 810 requires a device template to communicate and read data from any Modbus or
BACnet device. The Modbus template supports different Modbus function codes including read
coil (Function code 01), read discrete input (Function Code 02), read holding registers (Function
Code 03), read input registers (Function Code 4) and write single holding register (Function Code
06). The Modbus device template also supports several data type formats to read different types
of Modbus parameters.

A device template needs to be created first before using the AcuLink 810 to read device data over
the Modbus or BACnet protocol. Within the AcuLink 810 webpage, users can create, modify, and
convert custom templates using different formats (CSV, EPICS, etc.). Users can view the template
configuration from the Templates menu tab, from where they can create or add both Modbus
and BACnet templates.

The following sections explain how to create Modbus and BACnet templates for the AcuLink 810.

5.1 Modbus Templates

Modbus templates are used in the Aculink 810 to correctly read the metering data from
Accuenergy and third-party Modbus devices. Before a device can be added to the gateway a
Modbus template must first be uploaded and installed onto the unit.

In the Modbus Templates webpage users can view the templates and the version number
currently installed on to the AcuLink under the Installed menu tab.

e 610 e - " °

Figure 5-1 AcuLink 810 Installed Modbus Templates
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Customized Templates

If there are custom templates on the AcuLink 810 users will have the following action buttons
available with the following meaning:

Allows users to download the '.def format template file.
m Allows users to create a new template based on that existing template.

@ Allows users to create a new version based on that existing template.

ﬁ Allows users to delete the template.

5.1.1 Import Template

To upload a new device template, click on the Import menu tab. All Accuenergy device templates
can be found in the Remote Update section of the webpage. To use the remote upload function,
users must ensure they have a connection to the internet. For third party device templates, users
can upload and install templates manually.

WARNING: Data log and alarm monitoring configurations will be lost after updating an existing
device template.

Aculin 10 Test

, Modbus Template

Tmpate i

Upiosa

Remote Template.

Figure 5-2 AcuLink 810 Import Modbus Templates
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5.1.2 New Template

Under the New Template menu tab users can create and build their own Modbus template.
There are four steps required in building the template which includes:

1) Device Info

2) Create Block

3) Create Parameter
4) Save

1. Device Information

Users need to enter a device model, which must be a unique model name. They will also need to
enter a device version that must also be unique.

Click on the Save Device Info button once the information has been entered correctly.

AcuLink 810 Test o Logout  Monday

( Modbus Template

Template Name Version

Test Template

Save Device Info.

Block Table

Index Stant Hex stant Count Function Range Actien

Figure 5-3 AcuLink 810 Device Information
2. Create Block

The second step involves the creation of the register blocks for the Modbus Device.

1. Select the Modbus Function Code of the register block (i.e. Read Holding Registers, Read
Discrete Input, Read Coils, Read Input Registers, Write Single Register, Write Multiple
Registers, Write Multiple Coils)

2. Select either hexadecimal or decimal format under Address Format, then in the Start field,
enter the starting address of the register block.

3. Enter the number of registers in this block in the Count field.
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Aculink 810 Test @ Logout  Monday, December 4, 2023

Device: Data Log System Settings worocols [RUSEURN nainmcnance  Disgnostics

Modbus Template
¢

Madbus Tomplate

nstalled Impert | Mew Template | New Typical Energy Meter Template  Conwert From CSV File
Device info [EENECSMAUEEN 3 Creste Parameter 4. Save
Function® Addrecs Format Start

READ_HOLDING_REGISTERS ® Hex C o 4000

Block Table

inaex Stan Hex stan Count Function Range Action

Figure 5-4 AcuLink 810 Create New Modbus Templates

Once all register block information is configured correctly click on the Save Block button. The
saved block will then appear in the Block Table section at the bottom of the webpage. In the Block
Table users have the option to edit, delete or view the details of the register block.

Aculink 810 Test o Logeut

Devices Datalog  SymemsSettings  Protocols [EREUVIUSEN  aintenance

Modbus Template
<

Madbus Template

Function” Address Format. Start

=3
Block Table

ndex Start Hex Start Count Function Range Action

0 oW 8B 2 READHOLDNGAESITERS Flock 0 014000 - 313 20 e [ owe |

Figure 5-5 AcuLink 810 Saved Modbus Templates

If there are multiple register blocks for the Device users can continue creating them. Once all
register blocks are completed, click on Next to continue.
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3. Create Parameter
The third step includes adding parameters required for the template.

Users need to select what block the parameter resides in and create a display tab to view the
parameter once the template is complete.

Block: Select the block for the parameter in the drop-down menu.

Select Display Tab(s): In this field, input the desired tab name and press 'Enter' for tab creation.
Examples include 'Energy' or 'Real-time Data.' Upon completing the template, users can locate
their created parameters under the designated tab. Subsequently, select the tab from the drop-
down menu. Multiple tabs can be created using the same method.

Label: Enter in a label name for the parameter, i.e. voltage, current, or temperature.

Address: Enter in the Modbus register address for the parameter. This address can be either
hexadecimal or decimal format.

Multiplier: Users can input a numerical multiplier on the parameter.

Post Label: Users can define a post label name for the parameter. The post label is used
whenever the device data is downloaded or sent to an external server, where the generated CSV
file will have the post label as the header in the file.

Data Format: Select the data format for the parameter, some typical data types include Int, float,
and hex.

Byte Order: Allows for the parameter to be specified for devices that may require the byte order
to be swapped to read the parameter correctly.

Unit: An optional field that users can either select a provided unit or input a customized unit.
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[EPTR—

Madbus Tomplate

..... s ¢ o wo

postLavm Data et e v

o ouom w1 ACONLAGSTEE ko ono-owioit [ o]

Figure 5-6 AcuLink 810 Create Parameters

Once all parameter settings are configured click on the Save Parameter button. Users can then
view the parameter under the Block Table and clicking the Detail button. Under the Detail section
users can modify the existing parameter by clicking the Edit button and users can remove the
existing parameter by selecting the Delete button.

o ararec EaE=
Block Table

Index Start Hex Start Count Function Range Action

0 034000 16304 1 READ_HOLDING_REGISTERS Block 0: 0x4000 - 0x4000 : 1 mm

Figure 5-7 AcuLink 810 Save Parameters
Once Users have added all required parameters to the Modbus template click on Next.

4. Save

The last step is saving the device template. Users can review the Block Table and modify any
parameters before saving the template. They can also click on the Prev button to go back and
alter any blocks or parameters as needed.
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Modbus Template

Installed  Import | NewTemplate | New Typical Energy Meter Template  Convert From CSV File
1.Devicelnfo 2. CreateBlock 3. Create Parameter

Configuration completed?

Proceed to save device only if model name and version number have been defined

If you leave or refresh the page without saving it to database, al locally saved configurations will be discarded

Block Table

Index Start Hex Start Count Function Range Action

0 0x4000 16384 20 READ_HOLDING_REGISTERS Block 0: 0x4000 - 0x4013 : 20 m
Index  Tab Label Address Hex Address  Multiplier  Post Label Unit  Action
o Real Time Metering Frequency 0x4000 16384 1 Freq_Hz Hz m
1 Real Time Metering Phase A Voltage 0x4002 16386 1 Va_v v m
2 Real Time Metering Phase B Voltage 0x4004 16388 1 VbV v E3
g Real Time Metering Phase ¢ Voltage 04006 16390 1 Ve v [ car |

Figure 5-8 AcuLink 810 Save Modbus Templates

After reviewing all details of the Modbus template click on the Create Template button, users will
be redirected back to the Installed menu tab of the Modbus Template webpage where the newly
created template can be seen under the Customized section at the bottom of the webpage.

Aculink 810 Test

gk IR

Data ance  Diagnostics
T AcuRev 2100 ¥120 2021-02-01 133051
Acui 11102 2020-06-08 129527
Previous - z MNest | Mopae :
Customized
Template Name Last Update Actions

Starine w01 2019:07-24 135320 Af=00
. T BE=00
D=00
@00
Superstatich0 1100 202203-22 105143 Al=an
R P aE=00
—— e oo=o0
TESToIMMODo(EASI 001 2019072415624 Aapg=00
- v o oE«00
T R aE=0o0

Previous 1 .. g 19 NN 21 22 27 Nem | 10pae :

SunSpecinverter D01 2019-08-08 10:54:18

Sungrow_fingl .21 2019-07-24 13:5349

Figure 5-9 AcuLink 810 Installed Modbus Templates
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5.1.3 Typical Energy Meter Template

The Typical Energy Meter Template webpage allows users to create a Modbus Template for third-
party devices and has the ability to post data to the cloud-based energy management software
AcuCloud. To create a device template that allows third-party devices to post data to the
AcuCloud software, users need to click on the Typical Energy Meter Template menu tab.

This webpage will have the following sections:

1. Device

Under the Device section users can enter in the Template name and the version number.
Once all device settings are configured click on the Save Device Info button.

2. Block

Users can create the required register blocks for their device, where the function, starting address
in hex, and the register count must be specified. Once a block is created click on the Save Block
button, users can create multiple blocks for the device template. All created blocks will appear in
the block table located further down the webpage.

Modbus Template

Function” Address Format st

Figure 5-10 AcuLink 810 Create New Typical Energy Meter Templates

3. Parameter Table

The parameter table has all the parameters that are supported on the AcuCloud software. Users
can find and locate the same parameters within the table that are supported on their third-party
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device and configure it to their template by clicking on the Edit button next to the parameter.

On the Edit webpage users will need to select the block, starting address, multiplier, data type and
byte order of the parameter.

After these settings are configured click on the Save button.

Edit x

Block”

Block 1-634000 - G013 20

Select Display Tabis)

Basic Metaring

Voltsge

Address Format
© Hex ) Deomal
Address

o 2006

Multiplier

Past Label

v

EIET
Figure 5-11 AculLink 810 Edit Parameter Table

When all desired parameters have been configured and added to the template, click on the
Create Template button.

Users will be redirected back to the Installed menu tab on the Modbus Template webpage, where
the newly created Typical Energy Meter Template will be seen under the Customized templates at
the bottom of the webpage.
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Figure 5-12 AcuLink 810 Customized Templates

5.1.4 Creating Template from CSV

The AculLink 810 supports a CSV-to-Modbus template converter directly from its webpage. To
access this converter, click on the Convert From CSV File menu tab on the Modbus Template

webpage.

Users can enter in the desired name and version number for the Template.

Under the CSV file section, users will need to upload a .csv file containing all device register

information for their device.

A sample CSV file can be downloaded directly from the webpage where users can edit and use it
to build their own file. The CSV file must be in the same format as the sample file to successfully

convert the file into a Modbus template file.

Modbus Template
<

talled  Imeost  New Template  New Typical Energy Meter Template

Template Name.

€SV Convert Test

Version

10

€SV File®

sample.csy

Browse

Figure 5-13 AcuLink 810 Convert Modbus Templates from CSV File
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Below is the sample CSV file for the CSV-to-Modbus template converter.

nBe B
Home Insert Draw Page Layout Formulas Data Review View Automate Tell me

Cut Calibri (Body) ;1 \ 30, wrap Text v General

[ copy ~

: 2] = [E merge & center v

Conditional Format
Formatting as Table

€ Possible Data Loss Some features might be lost if you save this workbook in the comma-delimited (.csv) format. To preserve these features, save it in an Excel file format.

label

1 laddress  dataFormat byteDrder  slope postlabel  cloudEnablec block tab

EN Frequency 16384 FLOAT NORMAL 1 Freq_Hz FAISE  He 16384(10)  Basic Metering
El Phase A Line 16386 FLOAT NORMAL 1vi TRUE v 16384(10)  Basic Metering
[l Phase B Line 16388 FLOAT NORMAL 1v2 TRUE v 16384(10)  Basic Metering
Cl Phase C Line 16390 FLOAT NORMAL 1v3 TRUE v 16384(10)  Basic Metering
[l Average Line 16392 FLOAT NORMAL 1 Vravg_V TRUE v 16384(10)  Basic Metering
Bl system Activ 16450 FLOAT NORMAL 0.001 DMD_F_KW  TRUE kW 16450(6)  Demand

[l system Reac 16452 FLOAT NORMAL 0.001 DMD_Q_kvar  TRUE  kvar 16450(6)  Demand

£ system Apps 16454 FLOAT NORMAL 0.001 DMD_S_kVA  TRUE  kvA 16450(6)  Demand

Y system Impc 16456 UINT32  NORMAL 0.1 EP_IMP_KWE  TRUE  kwh 16456(18)  Energy

BN System Expo 16458 UINT32  NORMAL 0.1 EP_EXP_KWF  TRUE  kwh 16456(18)  Energy

Y System Impc 16460 UINT32  NORMAL 0.1 EQIMP_kva  TRUE  kvarh 16456(18)  Energy

EY System Expo 16462 UINT32  NORMAL 0.1 EQEXP kvai  TRUE  kvarh 16456(18)  Energy

B System Tota 16463 UINT32  NORMAL 01 EP_TOTALK TRUE  kWh 16456(18)  Energy

B0 System Net 16466 INT32 NORMAL 0.1 EP_NET_kWI TRUE  kwh 16456(18)  Energy

B system Tota 16468 UINT32  NORMAL 01 EQTOTALk  TRUE  kvarh 16456(18)  Energy

BEA System Net | 16470 INT32 NORMAL 0.1 EQ_NET_ka  TRUE  kvarh 16456(18)  Energy

BEY System Appz 16472 UINT32  NORMAL 0.1 ES_KvAh TRUE  KVAh 16456(18)  Energy

Y Phase A Imp: 17952 UINT32  NORMAL 0.1 EPa_IMP_KA  FALSE  kwh 17952(30)  Energy

E1Y Phase A Expc 17954 UINT32  NORMAL 0.1 EPa_EXP_kW  FALSE  kwh 17952(30)  Energy

28 Phase B Imp. 17956 UINT32  NORMAL KWh 17952(30)  Energy

B2 Phase B Expc 17958 UINT32  NORMAL 0.1 EPb_EXP_WW  FALSE  kWh 17952(30)  Energy

Y Phase CImpc 17960 UINT32  NORMAL 0.1 EPC_IMP_KW  FALSE  kWh 17352(30)  Energy

P2 Phase C Expc 17962 UINT32  NORMAL 0.1 EPC_EXP_KW  FALSE  kwh 17952(30)  Energy

PRl Phase A Imp: 17964 UINT32  NORMAL 0.1 EQa_IMP_kv  FALSE  kvarh 17952(30)  Energy

P Phase A Expc 17966 UINT32  NORMAL 0.1 EQa_EXP_kvi  FALSE  kvarh 17952(30)  Energy

24 Phase B Imp: 17968 UINT32  NORMAL 0.1 EQb_IMP_kv.  FALSE  kvarh 17952(30)  Energy

PEY Phase B Expc 17970 UINT32  NORMAL 0.1 EQb_EXP_kvi  FALSE  kvarh 17952(30)  Energy

P2Y Phase CImpc 17972 UINT32  NORMAL 0.1 EQc_IMP_kvi  FALSE  kvarh 17952(30)  Energy

ELY Phase C Expc 17974 UINT32  NORMAL 0.1 EQc_EXP_kve  FALSE  kvarh 17952(30)  Energy

ENN Phase A App 17976 UINT32  NORMAL 0.1 ESa_kvAh  FALSE  kvAh 17952(30)  Energy

EFY Phase B App 17978 UINT32  NORMAL 0.1 ESb_kvAh  FALSE  kvAh 17952(30)  Energy

EEY Phase C App: 17980 UINT32  NORMAL 0.1 ESc_kvAh FALSE  kvAh 17952(30)  Energy

34

35

36

4

38

39

40

a1

a2

43

%

Figure 5-14 AcuLink 810 Modbus Template Example

Once all information and CSV file have been uploaded, users need to click on the Upload button.

Users will be redirected back to the Installed menu tab on the Modbus Template webpage where

the newly converted Modbus template will be seen under the Customized templates located at

the bottom of the webpage.
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, ActRev1200u10e 2020-06-12 13:52:50
AcuRev 1300102 2020-06-17 14:12:42
AcuRev 1310 104 2023-11-24 15:34:58
AcuRev 2020-1DM vig2 2020-06-18 14:57:15
AcuRev 2020-1EM w102 2020-06-18 14:57:50
AcuRev 2020-2DM v1.02 2020-06-18 14:56:49
AcuRev 2020-2EM 11,02 2020-06-11 17:58:30
AcuRev 2100 1100 2021-02-01 13:30:51
Acwim Il i 02 2020-06-08 12:15:27
Previous 2 | Next 10/page &
Customized
Template Name Last Update Actions
CG-EM26-06-STD2.0 v1.00 2022-03-22 10:52:31 Afzoan
CG-EM30-06 v100 2022-03-22 10:54:26 BEZED
CM4000 001 2019-08-07 16:48:48 AfEz0n
CM4000_Deprecated w001 2019-08-07 11:00:58 [+ [o e a]e]

Figure 5-15 AcuLink 810 Customized Modbus Templates (CSV Uploaded)

5.2 BACnet Template

BACnet templates are used in the Aculink 810 to correctly read the metering data from
Accuenergy and third-party BACnet devices. Before a device can be added to the gateway a
BACnet template for the device must first be uploaded and installed onto the unit.

On the Templates webpage select BACnet Template.

In the BACnet Templates webpage users can view the templates and the version number
currently installed on to the AculLink under the Installed menu tab.
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% BACnet Template

nstalled ‘ Import  Convert From EPICS File

Official
Template Name Last Update
ACUREV2100-WEB2 v1.00 2023-03-13 13:34:44
AXM-WEB2 v1.00 2023-03-13 13:38:03
AcuRev 2100 v1.00 2023-03-13 13:33:32
AcuRev1310 v1.00 2023-03-13 13:44:29
Acuvim Il v1.00 2023-03-13 13:41:33
Previous - Next 10/page 3

Customized
Template Name Last Update Actions
AcuRev 2100 v0.01 2023-03-01 16:46:46 E n
Contemporary-Control-BASRT-B v1.00 2022-04-28 10:49:56 En
DENT-Instruments-PST2HD v1.00 2022-04-28 11:55:39 [+ ]a]
SONTEX-SUPERCAL-5 v1.00 2022-04-28 11:56:02 E u

Figure 5-16 AcuLink 810 Installed BACnet Templates

5.2.1 Import Template

To upload a new device template, click on the Import menu tab. Users can upload a BACnet
template manually or download templates from remote server. To import a template manually,

users must ensure that the device template is a .def file format as no other formats are excepted
on the AcuLink 810.

Alternatively, users can download a BACnet template from the remote server by clicking on the
Check button. A template can be installed directly from the server onto the Aculink 810.

AcuLink 810 Gateway

BACnet Template
<

Fm—

Remate Template

Figure 5-17 AcuLink 810 Import BACnet Templates

WARNING: Data log and alarm monitoring configurations will be lost after updating an existing
device template.
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5.2.2 Convert from EPICS File

The Aculink 810 features a template converter designed to transform EPICS files from BACnet
devices into a .def BACnet template compatible with the Aculink 810 system. In the "Convert
From EPICS File" menu tab, users are prompted to input the template name, version number,
and upload the EPICS file for processing.

Aculink 10 Gateway

[ ...

Vodbus Tamsiste  BACnet Tempate
BACret Tnpiste
astaled  import | Conver From EPICS il

Tempiate Name Version EPICS File*

Figure 5-18 AcuLink 810 Covert BACnet Templates from EPICS File

Once the name, version and EPICS file has been selected users can click on the Upload button.
Users will then be prompted to specify which parameter to include in the BACnet template. Once
the parameters are selected click on the Save button located at the bottom of the webpage.

‘Select Points Ta Create Template

Figure 5-19 AcuLink 810 BACnet Select Points to Create Template

Users will be redirected back to the Installed menu tab in the BACnet Template webpage where
the newly converted template file will be seen under the Customized templates located at the
bottom of the webpage.
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Figure 5-20 AcuLink 810 Customized BACnet Templates
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Chapter 6: System Settings

6.1 Network

All network-related configurations can be found on the Network page under the System
Status menu tab. Users can configure all Ethernet 1 port, Ethernet 2 ports, Wi-Fi, DNS, and RSTP
configurations from this page.

6.1.1 Ethernet

There are two Ethernet ports on the AcuLink 810, by default Ethernet port 1 has a static IP
address whereas Ethernet port 2 is configured for DHCP.

Default Ethernet port 1 settings:

+ |P Address - 192.168.8.101
+ Submask - 255.255.255.0
-+ Gateway - 192.168.8.101

Default Ethernet port 2 settings:

+ DHCP enabled

The Interface Status on the network webpage lets users know what is connected or
disconnected, for example the image below shows both Ethernet interface status as Connected
which indicates that both Ethernet 1 and Ethernet 2 have a RJ45 Ethernet cable connected to the
respective ports.

Reulink 810 Gotssy

o [
- Network Configuration
& Rste Enatie

Dafsultintertace (Outbound Traffic)

Etharmet RSTP.

OHCP Enable®
futo © Msnust

Intertace Status

" Mask Gatowsy
Te2.1681.52 2553559560 216881

Figure 6-1a AcuLink 810 Network Interface Setting-1
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AcuLink 810 Gatoway

Mask Gateway

192188.8:101 2852552550 10218881

Ethermet2

DHCP Enable”
© huto ( Manusl

Intertace Status. w»

Connected 1921686261

wiei

oNs 1 ons 2
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Figure 6-1b AcuLink 810 Network Interface Setting-2

6.1.2 Wi-Fi
There are two Wi-Fi modes in the AculLink 810, Access Point and Station.

NOTE: When using Wi-Fi ensure that the included antenna is installed on the AcuLink 810 unit
prior to use.

Access Point Mode: This is the default Wi-Fi configuration for AcuLink 810, where the gateway
will act as a wireless access point and will allow other wireless devices to connect and access the
AcuLink 810.

In Access Point mode, users need configure the SSID, Network Key and IP of the AcuLink 810 as
well the DHCP DNS servers.
The default AP mode settings:

+ SSID - AcuLink810-WiFi-SERIAL#810
+ Network Key - accuenergy
+ IP-192.168.100.1

NOTE: For steps on how to access the webpage via Wi-Fi AP mode refer to chapter 4 section 4.1.2.
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Acullink B10 Gatoway

Date & Tine
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HTTP Proxy.

Figure 6-2 AcuLink 810 Wi-Fi Access Point Mode Setting

Station Mode: The AcuLink 810 will behave like a wireless client and a bridge to another wireless
network that is available.

In Station mode, users can select the wireless network to connect to in the SSID drop down menu.
Once the wireless network is selected enter the Network Key to bridge the AcuLink 810.

Users can configure a static Wi-Fi IP by manually entering the information into the IP, Submask,
and Gateway fields of the Wi-Fi network. Alternatively, the Wi-Fi can be configured for DHCP where
the IP, Submask, and gateway of the Wi-Fi network is automatically assigned to the AculLink 810.

Enterprise Wi-Fi: This option allows the AculLink 810 to connect using an enterprise level Wi-Fi
network which is common in many colleges, universities, hospitals, and other institutions. Users
can connect to an enterprise level Wi-Fi network by selecting the WPA/WPA2 Enterprise check box
and then entering in the username and password.

AcuLink 810 Gatensy

=
o
© Erable  Disable
o
Firmwace Update Cnmry
© Select from Wil st Manual Input
pcerien3- WIFLASFZIB0H08 B

Figure 6-3 AcuLink 810 Wi-Fi Station Mode Setting
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6.1.3 HTTP Proxy

The Aculink 810 supports HTTP proxy configuration which allows users to post data to their
servers via a proxy server.

To configure the HTTP proxy, enter in the proxy URL and port number.

HTTP Praxy

HTTP Proxy Enable*
© Enable @ Disable

HTTP Proxy Server URL HTTP Proxy Server Part

1234 2128

=3
Figure 6-4 AcuLink 810 HTTP Proxy Setting

6.1.4 RSTP

The RSTP protocol allows users to create an Ethernet daisy chain using the two Ethernet ports
located on the Aculink 810. When using the daisy chain feature it is able to connect to a network
switch/router, other AcuLink 810, and other devices that supports the RSTP protocol.

On the Aculink 810 webpage the RSTP protocol can be enabled in the network configuration
page. Once RSTP is enabled, users will notice there is only one setting for both Ethernet ports as
both ports now will be using the RSTP configured IP address instead of two unique IP addresses.

Users can configure the AcuLink 810 IP manually or by setting the DHCP as Auto.

Aculink 810 Goteway
Network Configuration

&) RSTP Enable

Dotault inerface (Gutbound Tratfic)

Ethernet RSTP

DHEP Ensbie®
At © Msnus

Interface Status
Disconnected

w Mask Gatwway

192168152 2557552850 19236881

Figure 6-5 AcuLink 810 Network RSTP Setting

NOTE: When the RSTP is enabled, users will not be able to configure Ethernet 1 and Ethernet 2
independently, there is only one IP for the AcuLink using RSTP protocol.
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Network Topology

Daisy chain connection is supported in the RSTP protocol. This can reduce the number of network
switches required in different applications and allows the use of one network switch/router to be
used with multiple devices. Each device can be accessed by configuring a unique IP address or
have the IP addresses assigned automatically by the network.

192.168.3.1
Router/Switeh

1.2 3 4 5 6

Ethl Eth2 Eth1 Eth2 Ethl Eth2
192.168.3.101 192.168.3.102 192.168.3.103
Aculink810 RSTP Device RSTP Device
Ehi &R @1 Ehe
192.168.3.132 192.168.3.104
RSTP Device Aculink810

Figure 6-6 AcuLink 810 Network Topology

6.1.5 Default Routing Webpage

The Aculink 810 default webpage setting allows users to configure which port to use for primary
routing to external networks. Since there are multiple ways that the user can connect such as
Ethernet1, Ethernet 2, Wi-Fi, or RSTP, this setting will establish which one to use for the main
routing. The other webpages can be used for local routing if the users have them connected.

Users can select the default routing webpage as:

- Ethernet 1

Ethernet 2
+ Wi-Fi - only valid if Wi-Fi is configured for station mode
- Bridge (RSTP) - only valid if RSTP is enabled
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Aculink 810 Gateway

Devices Data Log System Settings Protocols Templates Maintenance Diagnostics

Date & Time = Network Configuration
Network
©_ RSTP Enable
Remote Access
Email Default Interface (Outbound Traffic)
Alarm notification Etheret | s

Figure 6-7 AcuLink 810 Default Routing Webpage
6.2 Whitelist Management
The AcuLink 810 supports the access control function, also known as the IP whitelist.

When enabled, only the selected IP addresses can access the gateway's webpage. Users can enter
in an IPv4 address along with a description for the address. There is a maximum of twenty IP
addresses that can be added to the IP Whitelist.

Aculink 810 Gatoway

Whitelist Management
<

Whitelist Enable®
© Enable  Disable

Ak Whitolist

No  Description From P Tor From Port Toort Protocol Action

: wamess s any oy - @Bo
P —

Firmwars Upiate

Figure 6-8 AcuLink 810 Whitelist Management

When adding the whitelist users have the option to configure a specific IP or IP range, port,
protocol, and description.

Edit Whitelist x

1P Range®

©tes Mo

From Address
0288821
=

Toaddress

TP I UDP I KMP

Enter Description

EER
Figure 6-9 AcuLink 810 Edit Whitelist
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6.3 Time & Date

The Date & Time page under the System Settings menu tab is where users can configure the
local time of the gateway. The Aculink 810 supports NTP (Network Time Protocol) where it can
synchronize its time to NTP servers across the network.

NOTE: An internet connection is required before synchronizing the AculLink 810's time to the NTP
time servers.

If users do not want to sync the device time to an NTP server, they can disable the NTP setting and
configure the time and date manually.

Time Sync: Users can force the time on the AcuLink 810 to update to the NTP by clicking the Sync
button.

NTP Time Servers: The AcuLink 810 can be synced with up to three NTP servers. By default, the
gateway uses 0.us.pool.ntp.org time server. Users can remove or add their own time servers as
needed.

Examples of North American NTP servers are:
0.us.pool.ntp.org
1.us.pool.ntp.org
2.us.pool.ntp.org
3.us.pool.ntp.org

For more NTP servers based on region, visit the following site: http://www.pool.ntp.org/en/

Time Zone: Users can select the time zone where the gateway is installed from the drop-down
menu. Alternatively, users can simply click the region directly on the map to select the desired
time zone.

Once configured, users will notice the desired time and date displayed on the top right corner of
the webpage.
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Acalink B10 Gateway
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Figure 6-10 AcuLink 810 Date & Time Configuration

6.4 Remote Access

The AcuLink 810 includes a remote access function that allows users to access the AcuLink 810
webpage. By accessing the webpage remotely users will have full functionality as well as access
to all gateway settings and device readings. This feature allows users to access the AcuLink 810
webpage through an HTTPS web server easily through a URL without any network port forwarding.
Users simply register for remote access on the web server and a remote access URL is then
provided allowing users to configure device settings and view meter data. This is useful as the
gateway device may be installed on remote sites where the end user may be far away offsite from
the actual device.

The remote access configuration can be found by clicking on the System Settings menu tab and
selecting Remote Access.

Users must first register for remote access by clicking on Manual Register. Once successfully
registered, enable remote access, and click on the Save button.

NOTE: To successfully register for remote access there must be an internet connection provided
to the Aculink 810.

When first enabling remote access and registering, the status will remain offline until the user
clicks on the Refresh Status button to turn the status online. The remote access user webpage
will then be accessible by clicking on the remote access URL or by using the Copy button to paste
the URL into a new tab address bar on the internet browser.

The remote access login credentials are the same as the local login webpage. The default login
credentials for the webpage are username admin and password admin.
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ALCU=N=REY

Aculink 810 Data Acquisition Server

Signin to continue
User Name

Enter User Name

Password

Enter Password

Figure 6-11 AcuLink 810 Login Webpage

6.5 User Management

The Aculink 810 supports the creation of different users for the webpage. Each user roles to
determines what permission and functions are available when logged in. To access the user
configuration page, users need to click on the User Management menu tab.

6.5.1 General

Under the General menu tab, the Max Concurrent Logins and Session Timeout settings can be
configured. The maximum number of concurrent login setting allows the user to configure how
many users can be logged into the webpage at the same time. If the user limit is exceeded, the
first user that logged in will be logged out of the webpage (first in, first out method). The range for
this setting is from 1 to 10, the default setting is 1.

The session timeout setting represents how long in minutes the user can access the webpage
before it times out. When the session timeout limit is reached users will be logged out of the
webpage and redirected back to the login page. The session timeout is set to ten minutes by
default, and it can be set from 0 to 60 minutes, where 0 indicates the user will never timeout of
the webpage.

‘Acullnk 810 Gateway
Systom Suttings [T Mantenarze agrastics

User Management
<

Dot & Time

= o Goriammtn S G Premcrbeicl.  Prsedienomett A e et

w0 minutos

Figure 6-12 AcuLink 810 User Management
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6.5.2 User Configuration

The user configuration table provides information regarding the access level, such as the register
date, expiration date and last login time. If the correct permission is available on the account,
users will have the option to lock an account, edit users, and delete users.

Acuink 810 Gatewey.

User Management

Userame Role  Register Dute Expiration Bate Last Login Time Status Aetion

Lock
-~ i dmesovmszs  norsr e B @0

i o TnosovERN e wunowon e (B3 @0

Figure 6-13 AcuLink 810 User Configuration

New users can be added where a username, password, role, and option to override the password
policy is available. The role determines the type of access the user will have on the user level.
When entering a password, users have the option to override the password rules set in the
Password Policy section (see section 6.5.4) for the AculLink 810 login webpage, this includes
character length and complexity of the password (i.e. capital letters, number, special characters,
etc.).

User Managemant

Usermame

[— Ropast Passwword

8 Override Passwrd Poicy

Figure 6-14 AcuLink 810 Override Password Policy
6.5.3 Role Configuration

The role configuration setting allows for the configuration and creation of different user roles
for user levels. These roles determine whether the user will have edit, view, or access to certain
features on the webpage. By default, there are two roles available, Admin and View. The Admin
role permits the user to view and configure all settings whereas the View role allows users to only
view meter readings.
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Figure 6-15 AcuLink 810 Role Configuration

When adding a new role, it is possible to specify which sections have view or edit access on the
AcuLink 810 webpage.

‘Aculink 810 Gatemay

Osto 8 User Management

o 8 Time ‘

etwort
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Figure 6-16 AcuLink 810 Edit Role

6.5.4 Password Policy

The password policy provides users with a method to ensure that all passwords created follow
specific criteria. The password policy lists specific rules to be set to enforce user password

strength to mitigate risky security exposure. When creating a user password there is an option to
override the password policy if desired.
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Figure 6-17 AcuLink 810 Password Policy
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6.5.5 Password Management

The Password Management webpage allows users to change the password for the different user
levels created.

Acul e 810 Gateway.

User Management

Password Repeat Password

Figure 6-18 AcuLink 810 Password Management

6.6 Certificate Management

From the Aculink 810 webpage, there is a certificate management section that allows users
to view the web page certificate details. Users can also generate a new self signed certificate,
generate a certificate signed request, and import/export the certificates.

Aculiok B0 Gatwway

, Cortificato Management
O e e
e
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Division Name ity Tosomto

state on Country Cose o

Canificate Subject

Commen Hame 38920120034 Company Name Accuenergy (CANADA)bnc.
Division Name ity Toromto

Figure 6-19 AculLink 810 Certificate Management

6.7 Configuration Management

The AculLink 810 has a configuration management webpage that allows users to export and
import the current system settings, device configuration and user information. This is useful if
users have more than one gateway that needs to be programmed with the same settings and
eliminates any error when trying to configure another gateway. Users can also restore all the
previously configured devices by importing a backup file to the AcuLink 810. This is particularly
beneficial when performing a factory reset to the gateway and preventing the need to manually
add devices back to the Aculink 810.

NOTE: Exporting and importing configuration files between different versions is not supported
and may result in problems or failure to the device.
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Export Configuration: Users can export and save the web settings by clicking on the “export”
button.

The following settings are saved in the configuration file:

- All Gateway settings (General, 10, Alarm, Custom Read, Waveform)
- Network settings (Only DNS1, DNS2, TCP Port, HTTP Proxy)
+ All Email settings

+ All Time/Date settings

- All Data Log settings

+ All Post Channel settings

+ All BACnet settings

- All SNMP settings

+ User Management settings (username/passwords, etc)

- Debug Information (SSH, and Debug Configuration)

-+ Username/ Password

+ Device configuration

The settings that are not included or affected by the Configuration Management file is:
+ Most Network settings (RSTP, DHCP, IP, Submask, Gateway, HTTP Port for both Ethernet 1
and Ethernet 2, all Wi-Fi settings)
+ AcuCloud
+ IP Whitelist
+ Remote Access

: Configuration Management
Impaort Configuration

Import

Export Configuration

Caution: Exporting and importing configuration files between different versions is not supported and may result in problems and failures in your meter.
Figure 6-20 AcuLink 810 Configuration Management

Import Configuration: Users can import the backup file and select which part they would like to
be restored in the pop-up window. The available options are “Import User”, “Import Devices” and
“Import App Configuration”.

Import User: All saved user and password configuration will be restored.
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Import Devices: All the configured devices will be added back to the gateway.

NOTE: The interface must be assigned to the same protocol as the devices in the backup file if the
“Import App Configuration” is not checked together with “Import Devices".

Import App Configuration: All the web settings will be restored excluding the exceptions in the
“exception” list.

Options X

Import User
Import Devices
Import App Configuration

Please select at least one option

Figure 6-21 AcuLink 810 Import Configurations

6.8 Emergency Mode

Aculink 810 supports emergency mode which will allow users to download data/configuration
settings and update the firmware when the gateway fails to bootup normally due to the disk being
full or failed to open database. In emergency mode the web page will guide the users step-by-step
with limited functions available.

Step One: Import or export the configuration file. Clear existing configuration and reset the
configuration to default. A prompt will appear warning all configuration settings will be reset. Press
‘Confirm’ to proceed.

Step Two: Data log management allow users to download or delete data logs.

Step Three: Firmware upload/update allow users to update firmware.

Step One

Import Configuration

Export Configuration

Reset Configuration

Figure 6-22 AcuLink 810 Emergency Mode Operations
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Chapter 7: Protocols

7.1 Modbus

This section outlines how to add devices from the AcuLink 810 webpage using the Modbus
protocol.

The AcuLink 810 supports both Modbus RTU and Modbus TCP protocols.

7.1.1 RS485 Devices

The Aculink 810 gateway supports RS485 serial communication. Users can set up a serial RS485
connection to the Aculink 810 with any Accuenergy or third-party device. If connecting multiple
devices or 'daisy chaining" the devices together, ensure that a unique device address (Modbus
Slave ID) is configured for each RS485 device.

NOTE: A termination resistor at the end of the RS485 network is optional when daisy-chaining
multiple devices. If using a resistor, a termination value of 150 ohms can be used.

00000000 00000000 000000

Acuvim Il Series meter

AcuRev 2100 Series meter

Third Party Modbus

'

Figure 7-1 AcuLink 810 RS485 Network
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7.1.2 USB Devices

The AcuLink 810 has a USB port that allows for additional Modbus RTU devices. Users can connect
the additional devices using a RS485-to-USB converter cable.

Acuvim L Series Meter

RS485 to USB
converter cable

|oooooooo| 00000000 I ooo®®ooo‘
=

Figure 7-2 AcuLink 810 Modbus RTU Connection

7.1.3 Adding Modbus RTU Device

Before adding a Modbus RTU device, users will need to assign the correct protocol for the RS485
and USB ports from the Interface Assignment webpage under the Protocols menu tab. By
default, the RS485 and USB ports for the AcuLink 810 are configured to use the Modbus protocol.

NOTE: Users will not be able to change the Interface assignment of the USB or RS485 port if there
is a device added on the AcuLink 810 with one of the protocols already selected. The device must
first be deleted from the Aculink 810 to change the protocol of the ports.

Aculink 810 Gateway

Interface Assignment

Port RS485*

MaTT
PortUse®

© Modbus RTU | BACHet MS(TP
Sp.

Googie loT

Figure 7-3 AcuLink 810 Protocols Settings Webpage
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With the Modbus RTU protocol selected, add a Modbus RTU device via RS485 or USB by navigating
to the Modbus Devices webpage under the Devices menu tab. Click on Add Device, and the
following fields will need to be configured:

Device Name: Enter a name for the device.

Serial Number: Enter the serial number of the device being added, the serial number must be
unique consisting of only letters and numbers.

Template: User will need to select the Modbus template for the device. For information regarding
the Modbus Device template see section 5.3 of this user manual.

Protocol: Select ‘RTU' as the protocol.

Port: Select either 'RS485' or ‘USB'.

Modbus ID: Enter the device address (Modbus Slave ID) of the device, the range is from 1 to 247.
Baud Rate: Select the baud rate of the device, the range is from 9600 to 115200.

Data Bit: Select the number of data bits, either 7 or 8.

Parity: Select the parity of the device from the drop-down list.

Stop Bit: Select the number of stop bits.

Request Timeout: Select a timeout period for the AcuLink 810 to wait for a response from the
device, the range is from 1 to 60 seconds, default for Modbus RTU is 0.5.

Auto Save Logger: Select a logger for the meter from the drop-down list.

NOTE: Users cannot add a device with the same device address (Modbus Slave ID). The device
address must be unique for each device in the RS485 network.

Click the Save button once all settings are entered correctly.

Auto Save Logger: Provides users with a default data log channel to prevent data loss. This
ensures data are logged even if a user completes the data post configuration without setting up a
valid data log.
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men
Figure 7-4 AcuLink 810 Modbus Device Setting

After the device is added, it can be found in the Modbus Devices webpage. A device that is
successfully connected and communicating with the gateway will have display a green 'ON' status
under the Status column. A device that is offline will display a red 'OFF' warning symbol under the
Status column.

NOTE: After adding a new device to the gateway, it may take up to four minutes for the status to
show 'ON'". If after four minutes the device still shows an 'OFF' status, check the configuration
settings again to ensure everything is set correctly.

., Madous Deviess

Device Name Indectace Protecet SeraHumber Status o Action

AzaaOAS2 Reass Moo RTU aemoTORE: oo
nsest e 7L Eamm0ae2 o
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Figure 7-5 AcuLink 810 Modbus Device List

If changes to the configuration of the added device is needed, click on the device and then select
the Configuration. From this webpage users can reset the device name, port type, baud rate,
parity, and other fields. Click the Save button to confirm the changes.
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Acsiink 810 Gteuy

Figure 7-6 AcuLink 810 Modbus RTU Setting

7.1.4 TCP Devices

The Aculink 810 can support up to 100 Modbus TCP devices for devices on the same network as
the gateway.

Netwiork Switch

Acuvim Il Series Meter

Ethernet Cable

Ethernet Cable

| 00000000 H 00000000 H 00000000

=

Figure 7-7 AcuLink 810 Modbus TCP Connection

7.1.5 Adding Modbus TCP Device

To add a Modbus TCP device, users need to click on Add Device button from the Modbus
Devices webpage under the Devices menu tab. The following fields will need to be configured:
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Device Name: Enter the device name of the TCP device.

Serial Number: Enter the serial number of the device, the serial number must be unique and
consisting of only letters and numbers.

Template: Select the Modbus template for the TCP device. For more information regarding
Modbus templates see sections 5.3 of this user manual.

Protocol: Select TCP as the protocol.

IP Address: Enter the IP address of the device.

Port: Enter the Modbus port of the device.

Modbus ID: Enter the Modbus address of the device.

Request Timeout: Enter the timeout setting, default for TCP is three seconds Click the Save
button once all settings are entered correctly.

Auto Save Logger: Select a logger for the meter in the drop-down list.

Aculink 810 Test

Devices

Template*

pr—

Protocol”
RTU © TCP

1P Address

Modbus 10
Request Timeout

Auto Save Logger

Figure 7-8 AcuLink 810 Modbus TCP Setting
After the device is added, it can be found in the Modbus Devices webpage. A device that is
successfully connected and communicating with the gateway will have display a green 'ON' status

under the status column. A device that is offline will display a red 'OFF' warning symbol under the
status column.
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NOTE: After adding a new device to the gateway, it may take up to four minutes for the status to
show '"ON'. If after four minutes the device still shows an 'OFF' status, check the configuration
settings again to ensure everything is set correctly.

AcuLink 810 Gatoway

SysemSemings  Prolocols  Temploles  Maintenance  Diagnostics

Modbus Devices
’

oo | e | —
- S— s e o
RS5485 Modbus RTU AHB22070482 o L ]
RS485. Medbus RTU E3TI6000072 o | ]

E3TI8102385 wSass. Modbus RTU E3T18102365. GorF o | ]

E3T19052339 RS485. Modius RTU E3T19052339 o L ]

EHMI910004: RS5485. Modbus RTU EHMIZN00047 o ]

Figure 7-9 AcuLink 810 Modbus Device Status

If changes to the configuration of the added device is needed, click on the device and then select
the Configuration. From this webpage users can reset the device name, port type, IP address,
Modbus ID, and other fields. Click the Save button to confirm the changes.

Modbus Device - 3719052339

Devico Name

E3TI052330

Tomptate®

os seconds

Figure 7-10 AcuLink 810 Modbus Device Edit
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7.1.6 Modbus Gateway Function

The Aculink 810 supports a Modbus gateway function to add a Modbus RTU device and use it as
a gateway. Users must choose the device template as Modbus Gateway Function Only.

The Modbus gateway function allows users to forward a Modbus TCP request to the
corresponding meter. A Modbus Gateway Function Only device allows the user to read/write to
the Modbus registers of this device via Modbus gateway function. Unlike other Modbus devices,
the AcuLink 810 does not periodically collect data for Modbus gateway devices.

Adding Modbus Gateway Device

To add a Modbus gateway device, select add device. Under the Template setting select Modbus
Gateway Function Only. Select RTU as the Protocol and enter in the communication settings for
that RTU device (baud rate, parity, Modbus ID, and other fields).

Click on the Save button once all information is entered in correctly.

NOTE: Only Modbus RTU devices can be used as a Modbus Gateway Function on the Aculink
810.

Aculink 810 Gateway

Datalog ~ System Settings  Protocols  Templates  Maintenance  Diagnostics

Add Modbus Device
<

Dashboard

Alarm Logs
Device Name*
Modbus Devices

BACnet Devices i sied l

Maximurn 40 characters
MBus Devices faximum 40 character

Digital Inputs Serial Number*

[ AH1249234 ]

Template*

Modbus Gateway Function Only = ]

Protocol”
O RTU TP

Port*

RS485 v

Modbus ID*

[= ]

unique in this Aculink 810 device

1- 246
Baud Rate*

38400 +

Data Bit*

Figure 7-11 AcuLink 810 Modbus Gateway Function Setting

A[[”:-‘v:?ﬁ y V:2.1.2 Revised: September 2024 E

www.accuenergy.com



Aculink 810 Data Acquisition Gateway & Server

7.2 AcuMesh

Models Aculink 810-900 and Aculink 810-868 supports AcuMesh, which allows for a wireless
Modbus RS485 mesh network. The gateway includes a built-in AcuMesh transceiver in its
hardware which allows the AcuLink 810 to connect wirelessly to other serial RS485 devices such
as Accuenergy and third-party Modbus devices that are paired with AcuMesh devices to gather
information.

S B bl

ssssssee | ssssssss [ ssscooss

Figure 7-12 AcuLink 810 AcuMesh Network

There are two AcuMesh models for the AcuLink 810:

- AculLink-868 (868 MHz) is used mostly in Europe, Middle East, Africa, and certain parts of
Asia.

+ The Aculink-900 (900 MHz) is mainly used in North and South America, Oceania, and certain
parts of Asia.

NOTE: The Aculink 810-X model is Wi-Fi capabilities but does not support AcuMesh mesh network

functionality.

To configure the AcuMesh network settings on the Aculink 810, click on the Protocols tab and
select ‘AcuMesh’.

7.2.1 Local Configuration

For the Aculink to add other AcuMesh paired devices, the local AcuMesh network settings must
be configured first. The local configuration webpage refers to the AcuMesh unit built into the
Aculink 810-900 and AcuLink 810-868.
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The following can be configured on the local configuration webpage:

Node Name: Users can configure the name of the AcuMesh node in these settings, the maximum
range is up to 14 characters.

Local MAC Address: The built-in AcuMesh transceiver will have a local MAC address that is used
to identify the unit, this is non configurable.

Network Hop: By default, the network hop is set to 4 and represents the number of times the
AcuMesh will scan the mesh network for devices. The range for this setting is from 1 to 7.

Network ID: The network ID is a hex number that is used as an AcuMesh Network Identifier. By
default, the network ID is 7FFF, and the range is O to 7FFF hex.

NOTE: Only transceivers with the same matching network ID can discover and communicate with
each other.

Encryption Enable: Users have the option to put a password on the AcuMesh device. All radio
AcuMesh devices would need to have the same password to communicate within the AcuMesh
network.

Encryption Key: The encryption key is a hex number with a maximum number of characters is 32.

Devices  Datalog  System Settings LECEEM  Templates  Maintenance  Diagnostics

‘AcuMesh Configuration
¢

Interface Assignment

Wodbus. |‘.(:m..':\1'hqw.mnrn Sean & Remote Configuratien  Diagnostics

R Node Name
MaTT

Not Configured
Azure laT

SMmp

i Local MAC Address Network 1D

001322004216498 74t

Encryption Enable®
Enable © Disable

Encryption Key

Enter Eneryption Key

Network Hop

7

Figure 7-13 AcuLink 810 AcuMesh Local Configuration
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7.2.2 Scan & Remote Configuration

Once the Local Configuration has been set, users can then scan for remote radio AcuMesh
transceivers. Click on the Scan & Remote Configuration menu tab on the AcuMesh Configuration
webpage to be redirected to the webpage to setup the remote AcuMesh paired devices.

The Local configuration will appear under the Node Scan section. This will show the Network ID
that will be scanned, the Encryption, and the Channel Mask that is being used. The network Hops
configuration is the number of times the mesh network will be scanned, the range is from 1 to 7
network hops.

Devices  Datalog  SystemSettings [EECECTUTMN Templstes  Maintenance  Disgnostics

SisiTes stoha , AcuMesh Configuration

s Locsl Configuration | Scan & Remote Configuration | Disgnostics
SCoa Managed Remote Nodes
wart

SHMP. 0 Stwws Node Name Number of Hops MAC Address Action
Googie 6T e
Modes Scan

Scanning Network ID: 71t
Encryption: Off
Channol Mask: NN

Matwork Hops

4

m Start Scan with Dafault Network Configuration

Acubesh Modes.

Figure 7-14 AcuLink 810 AcuMesh Scan and Remote Configuration

Click on the Start Scan button to search for any remote AcuMesh transceivers.

Seanning hop 2, scan must bamanually stopped.

ce: o9 System Settings Tempia M e
(
Ed e, Managed Remate Nodes
SNMP @ staus Node Name Number of Hops MAC Address Action

NoData
Nodes Scan

Seanning Network ID: B88
Encryption: OFf
‘Channel Mask: I

Notvenkops
F
Acuash oams
Managed Number of Hops MAC Address. Action
"o ) consaoomossane 1+
- 1 J—— a
"o ! oorsaooriaases 1]

Figure 7-15 AcuLink 810 AcuMesh Scan
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All devices found during the scan will have the AcuMesh node name, the number of network hops
that the Mesh device was discovered, and the MAC address displayed on the webpage.

Users can click on the check box next to the node name to configure the radio AcuMesh
transceiver, or if users wish to configure multiple AcuMesh paired devices they can select the
check box next to the node name and then click on the Config Selected Remote Nodes button.

Datatog  Systemering: LRl Terpiste: Maintenance  Disgnostic

[rp— , BeuMesn Configuration

figuration | Scan 3 Remate Configuration

Modbus
Lot Managed Remaote Nodes

MaTT

sump 8 stus Node Name Humber of Hops. MAC Address Action

Google T

MHodes Scan

Scanning Network [D: 888
Encrystion: Off

Channel Mask: HIHHHETHEL
Wetwork Hops

a

m Start Scan with Defaull Network Configuration

AcuMesh Nodes

Conlig Selected Nodes [TNREFPIRTNIME 1ianage Seiectad Nodss:

8  Managed Hede Name Humber of Hops. MAC Address Action
G N 3d17.5068 1 0013a20041063d17 a
8 169F 3801 1 0013200815608t L+

Figure 7-16 AcuLink 810 AcuMesh Device Selection
The following settings on the remote AcuMesh transceivers can be configured:

Network ID: The network ID is a hex number that is used as an AcuMesh Network Identifier. By
default, the network ID is 7FFF, and the range is O to 7FFF hex.

NOTE: Only AcuMesh transceivers with the same matching network ID can discover and
communicate with each other.

Destination MAC Address: The MAC Address of the remote AcuMesh transceivers.

Encryption Enable: Users have the option to put a password for the AcuMesh device. All radio
AcuMesh devices will need to have the same password to communicate within the AcuMesh
network.

Encryption Key: The encryption key is a hex number where the maximum number of characters
is 32.
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Advanced Options:
Baud Rate: Select the baud rate of the device, range is from 9600 to 115200.
Parity: Select the parity of the device from the drop-down list.

Stop Bit: Select the number of stop bits.

AcuLink 810 Gateway

Devices  Datalog  SystemSettings [EEJENUSSCRN Templates  Maintenance  Diagnostics

AcuMesh Configuration
<

Interface Assignment
Acubesh
P Local Confiquration | Scan & Remote Configuration | Diagnostics
BACret :

AcuMesh Config - 0013a20041063d17
MarT
Azure loT Node Name

L 3d17_5068

Google loT Maximum 14 characters

Local MAC Address. Network ID Destination MAC Address

0012a20041063d17 888 001322004216f498

e B30 - OeHff Range: GxD - DuHATTHAHI
Advanced

Encryption Enable*
Enable © Disable

Encryption Key

Enter Encryption Key

Figure 7-17 AcuLink 810 AcuMesh Device Remote Node Configuration
Managed Nodes

Users can select which AcuMesh devices to manage from the list of all discovered transceivers.
The managed nodes will only allow users to see AcuMesh transceivers that are added to the
AculLink 810 managed list section. The AcuMesh transceiver must first be added from the
discovered list before it can appear under the managed list section.

For example, if there is a network of 50 AcuMesh devices discovered, but only ten AcuMesh
devices are added to the Aculink 810managed list. Then only these ten transceivers will appear
under the managed list section.

Users can click on the green plus icon under the Action column to add a device to the managed
list. Alternatively, the check boxes can be used to select multiple transceivers and the Manage
Selected Nodes button can be used to add multiple transceivers to the managed nodes list.
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AcuMesh Nodes

Config Selected Nodes WEESHESTCEEVEEN | Manage Selectad Nodes

Managed Node Name Number of Hops MAC Address Action

No MESH_69 1 0013a2004166f555 &

No MESH 68 i 00122200414/%c2 8
No MESH_67 1 0013a2004126c393 o
No MESH_65 1 0013a200414f9eac =2 |

Figure 7-18 AcuLink 810 AcuMesh Nodes Management
Reset Nodes

Users can perform a soft reboot of the discovered AcuMesh transceivers. This can be very useful
as sometimes communication is dropped due to timeouts and requires a reboot to initialize and
restore the communication. The yellow button under the Action column will allow users to reset
the AcuMesh nodes. If multiple nodes require a reset, select the check boxes to pick multiple
transceivers and then click the Reset Selected Nodes button to reset all selected nodes.

AcuMesh Nodes

Config Selected Nodes Reset Selected Nodes Manage Selected Nodes

Managed Node Name Number of Hops MAC Address Action

No MESH_69 1 0013a2004166{555 @ +
8 o MESH_68 1 0013220041419ec3 ]
No MESH_67 1 001322004126¢393 [ ]

No MESH_65 1 0013a200414f9eac [}

Figure 7-19 AcuLink 810 AcuMesh Nodes Reset

7.2.3 AcuMesh Diagnostics

The AcuMesh diagnostics webpage allows the user to troubleshoot the AcuMesh network
connection in the Aculink 810 to the remote AcuMesh transceivers. The test sends packets at
regular intervals to test whether the Aculink 810 receives a response from the slave AcuMesh
transceivers.

Transmission Interval: Is the sending interval of the packet, the range is from 1 to 100 seconds.
Number of Packets: Is the number of packets sent in each test query.

Remote AcuMesh Node Selection: Users can choose which AcuMesh transceiver they want to
test from the drop-down selection.
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Figure 7-20 AcuLink 810 AcuMesh Diagnostics

The test result will be displayed showing the success rate and average delay of the packets sent.

AcuLink 810 Gateway
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00475
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Figure 7-21 AcuLink 810 AcuMesh Diagnostics Test Result

7.2.4 Adding AcuMesh Device

To add an AcuMesh device, select Add Device from the Modbus Devices webpage. The following
fields need to be configured:

Device Name: Enter a name for the device.

Serial Number: Enter the serial number of the device, the serial number must be unique and
consisting of only letters and numbers.

Template: Select the correct device model.

Protocol: Select 'RTU' as the protocol.
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Port: Select ‘AcuMesh’ as the port type.
Modbus ID: Enter in the Modbus ID that corresponds to the Modbus device.

AcuMesh MAC Address: Select the AcuMesh MAC address of the remote mesh transceiver of the
Modbus device. Users can click on Go to AcuMesh Scan & Configuration hyperlink to discover
remote AcuMesh transceivers.

Request Timeout: The default timeout setting for an AcuMesh device is ten seconds.
Aculink 810 Gateway
Data Log System Settings Protocols Templates Maintenance Diagnostics
—— ” Add Modbus Device

Alarm Logs Device Name*

Madbus Devices

l MESH DEVICE l

BACnet Devices S o
Maximum 40 characters
MBus Devices Serial Number*

Digital Inputs

l" MESH l

Maximum 2

Template*

l Acuvim Il :

Protocol*
O RTU P

Port*

AcuMesh s

Modbus ID*

AcuMesh MAC Address*

0013320040f8b74b - Test1 s

Go To AcuMesh Scan & Configuration Page

Request Timeout"

o

Range: 2 - 60

Figure 7-22 AcuLink 810 Add AcuMesh Device

seconds

After the device is added, it can be found in the Modbus Devices webpage. A device that is
successfully connected and communicating with the gateway will have display a green 'ON' status
under the status column. A device that is offline will display a red 'OFF' warning symbol under the
status column.

NOTE: After adding a new device to the gateway, it may take up to four minutes for the status
to show 'ON". If after four minutes the device still shows an 'OFF' status, double-check the
configuration settings to ensure everything is set correctly.
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Figure 7-23 AcuLink 810 Modbus Device List

If users need to change the configuration of an added device, the user can click on the device on
the list and then select the Configuration menu tab. From this webpage users can reset the
device name, port type, AcuMesh MAC address, Modbus ID, and other fields.

Aculink 810 Gateway
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Figure 7-24 AcuLink 810 Modbus Device Edit
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7.2.5 Search Modbus Device

There is a search device function in the AcuLink 810 gateway that allows the user to search for all
Modbus devices that have been indexed. The search criteria are based on the template model,
Modbus slave ID, baud rate, parity, and port. The search function can be useful for adding several
devices to a large RS485/USB daisy chain or a large mesh network.

To access the search function, users need to click on Search Device on the Modbus Device
webpage.

NOTE: 'Search Device' only supports the devices connected via Modbus RTU protocol.

The following search criteria will need to be specified:

Template: Select the Modbus template for the device.

Port: Select the port to scan for the Modbus search, users can select ‘RS485', ‘USB/, or ‘AcuMesh’.
Modbus ID Start: This will match starting slave address for the search.

Modbus ID End: This will match the ending slave address for the search.

Baud Rate: Select the baud rate(s) for the Modbus device search. Users can select multiple baud
rates in the search.

Data Bit: Sets the data bit to either 7 or 8.
Stop Bit: Sets the number of stop bits to be either 0 or 1.
Parity: Users can select multiple parity in the Modbus search.

Request Timeout: Select the request timeout. The RS485 and USB default timeout is 0.5 seconds,
and for AcuMesh the timeout is ten seconds.

Click on the Scan button once the search credentials are configured.

NOTE: Depending on the range of Modbus IDs, baud rate and parity selected the search may take
several minutes to complete.
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Figure 7-25 AcuLink 810 Scan Modbus Device

When the scan is complete all devices found will be displayed. Users have the option to individually
add each found device and can also add all devices found by clicking on the Add All Devices To

Device List button.

If a found device is already added to the AculLink 810 it will be displayed as Added in the search

results.

If a found device has an identical Modbus ID as a device that is already added to the AculLink 810

Diagnostics

Modbus ID End

28

115200

seconds

it will be displayed as Conflict in the search results.

The search results show the device serial number and Modbus slave ID associated with the device.
If the search is done on a AcuMesh network the AcuMesh MAC address is also displayed in the

search.

AcuLink 810 Gateway
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Figure 7-26 AcuLink 810 Scan AcuMesh Device
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7.3 Modbus Polling

The Aculink 810 supports Modbus polling for the Digital Input registers. The user can select
Protocols, then the subheading Modbus to access the Modbus Configuration webpage.

Modbus TCP Port: The default is 502, the range is from 2000 to 5999. This is also the port used
for Modbus Gateway Function devices.

Modbus ID: The Modbus ID for the AculLink 810 is 247, this cannot be changed.

AcuLink 810 Gateway

S Modbus Configuration
<

Modbus TCP Port
aACnat i

mart ’

Azura foT Modbus ID

shme 247

Googhe o7 DI Table
Name Data Type. Register Address (Oec) Register Address (Hex)
Digitinput 1 FLOAT B9z 0x2000
Digit Input 2 FLOAT 8194 012002
Digitinput 3 FLOAT B1%6 0x2008
Digit input 4 FLOAT 198 0x2008
Digt input 5 FLOAT 8200 0x2008
Digit input & FLOAT 8202 0x2608
DigitInput 7 FLOAT 8204 0:200¢
Digit input 8 FLOAT 8208 0x200¢

Figure 7-27 AculLink 810 Digital Input Modbus Data Polling

The DI Modbus Registry Map is listed below:

Name Data Type Register Address (Dec) Register Address (Hex)
Digital Input 1 UINT32 8192 0x2000
Digital Input 2 UINT32 8194 0x2002
Digital Input 3 UINT32 8196 0x2004
Digital Input 4 UINT32 8198 0x2006
Digital Input 5 UINT32 8200 0x2008
Digital Input 6 UINT32 8202 0x200A
Digital Input 7 UINT32 8204 0x200C
Digital Input 8 UINT32 8206 0x200E

A[[”:-‘v:?ﬁ y V:2.1.2 Revised: September 2024 ﬂ

www.accuenergy.com



Aculink 810 Data Acquisition Gateway & Server

7.4 BACnet

The Aculink 810 supports the BACnet protocol via the BACnet MS/TP and BACnet IP. The gateway
can also be configured as a BACnet gateway, as well as a BBMD (BACnet Broadcast Messaging
Device). The following section will provide an overview on configuring the BACnet protocol on the
Aculink 810 from the webpage.

7.4.1 BACnet MS/TP Assignment

To use the BACnet MS/TP, the protocol must be assigned as BACnet for RS485 and USB devices
from the Interface Assignment webpage under the Protocols menu tab.

NOTE: Users can have one of the ports selected as Modbus and the other selected as BACnet.

AcuLink 810 Gateway

Interface Assignment
<

Port RS485*

Port USB*
Modbus RTU @ BACnet MS(TP

Figure 7-28 AcuLink 810 BACnet MS/TP Assignment

From the Protocols webpage select BACnet from the left side panel. In the BACnet webpage
under the Acquisitor menu tab users can configure the BACnet MS/TP settings pertaining to
RS485 and USB.

The following fields can be configured for BACnet MS/TP over both USB and RS485:

Client APDU Timeout: The time in seconds that the client will wait for a response after sending a
request. The default time is 3-seconds, and the range is 250 milliseconds to 6 seconds.

Client APDU Retries: The number of times the client will retry a request when a response is not
received. The default setting is 2 retries, and the range is from 0 to 10 retries.

MS/TP MAC Address: Used to address devices on the BACnet network, the default address is 1
and the range is from 1 to 127.

Max Master: Defines the number of allowable addresses for the MS/TP master nodes on the
network, the default is 127 and the range is 1 to 127.

Max Info Frames: The maximum amount of information frames sent to a node before it passes
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the token. The defaultis 1 and the range is from 1 to 100 information frames.

Baud Rate: Select the baud rate, the default is 19200 and the range is from 9600 to 11520.

Vattas Agaant BACnet Configuration
a ¢
Acubesh
bodca Acquistor | Gateway
! Cllent APDU Timeout* Client APDU Retries*
mart
MS[TP over RS4BS
RS485 MS[TP MAC Address RSABS Max Master RS485 Max Information Frames

1

RS485 Baud Rate*

MS/TP over USB

USE MS/TP MAC Address USE Max Master USE Max Information Frames

1 27

USB Bavd Rate®

Figure 7-29 AcuLink 810 BACnet Setting
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Figure 7-30 AcuLink 810 BACnet MS/TP via RS485 Protocol
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Figure 7-31 AcuLink 810 BACnet MS/TP via RS485 to USB Converter

7.4.2 Adding BACnet MS/TP Device

With the BACnet MS/TP protocol selected for either USB and/or RS485, users can add a BACnet
device to the Aculink 810 on the BACnet Devices webpage located under the Devices menu tab.

Click on Add Device, the following fields will need to be configured:

- Device Name: Enter a name for the meter.

+ Serial Number: Enter the serial number of the device, the serial number must be unique
and consisting of only letters and numbers.

- Device Model: Select the device model from the drop-down list.

+ Port: Users can select either RS485 or USB.

- Device Instance: Enter the device instance number, the range is from 0 to 4194302. It must
be unique to this AcuLink 810 device.

+ Auto Save Logger: Select logger for the meter from drop-down list.
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Click Save once all settings are entered correctly.

7 Add BACnet Device

Device Name

| EHM19100047 |

Maximum 40 characters

Serial Number

‘ EHM 19100047 |

Must be unique in this Aculink 810 device

Maximum 20 characters

Template*

‘ AcuRev 2100 * I

Type*

‘ RS485 s |

Device Instance

4 l

Range: 0 - 4194302

Auto Save Logger

Logger 1 s

Save

Figure 7-32 AcuLink 810 Add BACnet Device

After the device is added, it can be found in the BACnet Devices section under the Devices tab.
A device that is successfully connected and communicating with the gateway will have display a
green 'ON' status under the status column. A device that is offline will display a red 'OFF' warning
symbol under the status column.

BACnet Devices

Add Device Download List
Device Name Interface Protocol Serial Number status Alarms Action
EHM19100047 RS485 BACnet MS/TP EHM19100047 U] 0 L]

Figure 7-33 AcuLink 810 BACnet Device List

NOTE: After adding a new device to the gateway, it may take up to four minutes for the status
to show '"ON'". If after four minutes the device still shows an 'OFF' status, check the configuration
settings again to ensure everything is set correctly.

A[[‘/___‘v_-?ﬁy V:2.1.2 Revised: September 2024 E

www.accuenergy.com



Aculink 810 Data Acquisition Gateway & Server

If changes to the configuration of the added device is needed, click on the device and then select
the Configuration. From this webpage users can reset the device name, port type, and Device
Instance. Click the Save button to confirm the changes.

tem Settings Protocols Templates Maintenance Diagnostics

v BACnet Device - EHM19100047

Reading Alarm Configuration

Device Name

EHM 19100047

Maximum 40 characters

Template*

Type*

RS485 -

Device Instance

4

Range: 0 - 4194302

Figure 7-34 AcuLink 810 BACnet Device Edit

7.4.3 BACnet IP Configuration

The AcuLink 810 supports BACnet IP devices, users must configure and enable BACnet IP from the
BACnet webpage from the Protocols menu tab.

BACnet IP Client Enable: Enable the BACnet IP protocol.
BACnet IP

BAChet IP Client Enable®
© Enable @ Diabled

BACnet IP ClLient Interface”

I Ethernet 1 -- 192.168.1.182 s ]

Save

Figure 7-35 AcuLink 810 BACnet IP Configuration
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BACnet IP Client Interface: Select which interface the BACnet IP network is on, users can select
Ethernet 1, Ethernet 2, or Wi-Fi.

Network Switch

BSEE e B

Ethernet Cable
AXM-WEB2 via BACnet IP

Ethernet Cable

00000000 || cooooooo [[ cooeeooo
=

Figure 7-36 AcuLink 810 BACnet IP Networks

7.4.4 Adding BACnet IP Device

With the BACnet IP enabled, users can add a BACnet device to the Aculink 810 on the BACnet
Devices webpage located under the Devices menu tab.

Click on Add Device, and the following fields will need to be configured:

Device Name: Enter the name of the meter.

- Serial Number: Enter the serial number of the device, the serial number must be unique
and consisting of only letters and numbers.

+ Template: Select the device model from the drop-down list.
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-+ Type: Select the type as IP.

+ Port: Enter in the BACnet port configured for the device, the range is from 47808 to 49000.
- Device Instance: Enter the device instance number, it must be unique in this AcuLink
810device. The range is from 0 to 4194302.

-+ Auto Save Logger: Select logger for meter from drop-down list.

NOTE: Ensure that BACnet IP Client is enabled in the BACnet Configuration webpage to add a
BACnet IP device to the AcuLink 810.

Click on the Save button once all fields are configured.

¢ Device Name

EHM19100047

Serial Number

EHM19100047

Template

AcuRer 2100

Type'

Device Port

502

Device Instance

4

Auto Save Logger

e
Figure 7-37 AcuLink 810 BACnet Device Editing

After the device is added, it can be found in the BACnet Devices section under the Devices menu
tab.

AcuLink B10 Gatewsy

=R oo coorsennns pooos  Tepiwes  Msienics Gigrostes

o] , BACnet Devices

e

o [ [t (o

i T R, g smesss  mer e
AHB22070452 RS485 BACnHEt MSTP AHB22070452 & OFF L L}

_—

s S ..

Figure 7-38 AcuLink 810 BACnet Device List
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NOTE: After adding a new device to the gateway, it may take up to four minutes for the status
to show "ON". If after four minutes the device still shows an 'OFF' status, check the configuration
settings to ensure everything is set correctly.

If changes to the configuration of the added device is needed, click on the device and then select
the Configuration. From this webpage users can reset the device name, port type, and Device
Instance and Device port. Click on the Save button to confirm the changes.

Aculink 810 Gateway

7 BACnet Device - EHM19100047

Dashboard

Alarm Logs

Modbus Devices Reading  Alarm | Configuration

Device Name

MBus Devices
EHMI9100047
Digital Inputs

Virtual Devices
Template*

Type*
RS455

Device Instance

a

Figure 7-39 AcuLink 810 BACnet Device Configuration

7.4.5 Search BACnet Device

The AcuLink 810 supports a BACnet search function that allows users to add BACnet devices to
the AcuLink 810 automatically by searching the BACnet network. This feature can be found on the
BACnet Device webpage under the Device menu tab.

Click on Search Device, and the following search criteria will need to be specified:
Interface: Users can select 'Ethernet, 'RS485, or ‘USB' for the device search.

NOTE: To use RS485 or USB for search ensure that the interface assignment is selected as
BACnet. Also, to use Ethernet or Wi-Fi in the BACnet search, ensure that BACnet IP is enabled on
the AcuLink 810.

Search From (Device Instance): Enter the starting instance number in the search, the range is
from 0 to 4194302.

Search To (Device Instance): Enter the ending instance number in the search, the range is from
0to 4194302.
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Click on the Scan button once the search criteria has been entered correctly.

Aculink 810 Gateway

Data Log System Settings Protocols Templates Maintenance Diagnostics

e bt £ Scan BACnet Device
Aarm Logs

Interface*
Modbus Devices

485 +
BACnet Devices batin
MBus Davices Search From (Device Instance) Search To (Device Instance)
Digital Input
igital Inputs o 4194302

Virtual Devices .

Range: 0 - 4194302 Range: 0 - 4194302

Figure 7-40 AcuLink 810 Search BACnet Device Setting

NOTE: Depending on the range and number of devices in the network the search may take
several minutes to complete.

Users can individually add the found devices to the BACnet device list after the scan is complete.
To add the BACnet device the template must be added and installed on to the AcuLink 810.

If a found device is already added to the AcuLink 810 the search will display Added in the search
results.

If a found device has a device instance already added to the gateway the search will display
Conflict in the search results.
AcuLink 310 Gateway o Logout M 9AM @A Aculnk ALOENSGY

 Sean BACnet Device

Device 100 i found, Vendos is Accusnergy (CANADA} Inc. Model is ACUREV2100-WERZ Address is 192.168.1.249.

Devict 221 1 touna Nendor s Accuensagy (CANADAL Ine M03el 15 Acuvim. L. WEB. Asaress 5 192.168.1.221 Adde

Dievice 24003 5 Accuenergy (CANADA) Inc. Mol i Acuvim-LV3: s )
& Accuenergy (CANADA) Ine. Model 1 Rcuvim Il Adcress  192.168.1.52 Add To Devee Lt
Device 24008 is found. Vendor i Aceuenergy (CANADA) Inc. Model s Acuvim Il Adaress  192.168.0.52 [T .

Disvice 24010 i fourd Verdior  Ackuenergy (CANADA) Inc. Model i Acuvion Il Addiess i 192.168.1.52

Device 24011 is found. Vender i o Meddl it Test Address s 192.068.4.52.

Disvice 28012 s found. Verdor i Ackuenergy (CANADA) Inc. Model i New Template Test Addrese s 192.168.1.52.

Vendor s Accuenergy (CANADA) Inc. Mot s Acuvim LV3 TOU, Address s 192.168.1.52

15 ound: Vendor s Acquenergy (CANADA) Ing. Model s WEB2. Acdress 5 192.168.1,52

lendor iz Accuenergy (CANADA) Inc. Mo i Acuvim-L-WEB, Address = 192.168.1.52.

Device 24016 is found. Verdor & Accuenergy (CANADA) Inc. Model is Rewvim Il Acdress s 192.168.1.52

Figure 7-41 AcuLink 810 Search BACnet Device List
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7.4.6 BACnet Gateway

AcuLink 810 can also work as a BACnet gateway device allowing it to read both Modbus and
BACnet devices simultaneously in a BACnet network. Users can have both Modbus and BACnet
devices simultaneously via USB and RS485 ports, as well as both Modbus TCP, BACnet IP, and
MBus devices on the AcuLink 810.

To configure the BACnet gateway setting click on the Protocols menu tab, then select BACnet
from the left menu, and select the Gateway menu tab. The following fields can be configured for
the BACnet gateway settings:

Gateway Enable: Select Enable to set the AcuLink 810 as a BACnet gateway.

UDP Port: The default port is 47808, users can configure from 47808 to 49000.
Device Object Name: Users can configure the object name for the gateway.
Device Instance: Configure a unique device instance number for the AculLink 810.

Network Number: The network number identifies a network within a BACnet system. The default
number is 1 and the range is from 1 to 65534.

Advertised APDU Timeout: The default APDU timeout is 3 seconds, and the range is from 3-60
seconds.

Advertised APDU Retries: The default APDU retry is 2, and the range for the setting is from 0 to
10 retries.

® o ATHENSEY

 BACnet Configuration

Device Object Mame: Device Instance

Advertised APDU Tineout! Advertised APDU Retries®

Figure 7-42 AcuLink 810 BACnet Gateway Function Setting
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The Remote BACnet Virtual Device List allows users to see what devices are accessible via the
BACnet gateway. The list provides the user with the device name, serial number, protocol that is
used via the Aculink 810 and the instance number assigned to it in the BACnet network. The
BACnet virtual list can be exported as a .csv file for user reference.

Remote BACnet Virtual Device

Serial Number ~ Name Protocol Instance
WEB2.163 BACnet IP 26012
Acuvim LV3 221 Modbus TCP 26004
WEB2 94 BACnet IP 26013
Acuvim 1| TCP 94 Modbus TCP 26019
AH18063288 MESH-69 Modbus RTU 26001
AH18063303 MESH-67 Modbus RTU 26002
AH18063310 MESH-65 Modbus RTU 26003
Bridge1 Bridge Meter 1 Modbus TCP 26005

Bridge10 Bridge Meter 10 Modbus TCP 26006

Bridge20 Bridge Meter 20 Modbus TCP 26007

csv CSV Convert Test Modbus TCP 26011
DF16010283 AcuDC 243 - 202 Modbus RTU 26020
E3T16090333  E3T16090333 Modbus RTU 26016
E3T18052569  E3T18052569 Modbus RTU 26015
LV3BACNet Acuvim L_V3 BACnet BACnet IP 26014
MESH13 MESH TEST2 Modbus RTU 26018
MESH2 MESH TEST1 Modbus RTU 26017

NEw N Tamniata Tact Madhie 70 28002 i

Figure 7-43 AcuLink 810 Remote BACnet Virtual Device List

7.4.7 BBMD

In BACnet IP systems there are several broadcast messages that are used; however, these
messages are normally blocked since most BACnet IP devices are connected to an IP router.
BBMD stands for BACnet Broadcast Management Device and is used to allow for IP broadcasting
to locate and communicate with other BACnet devices.

BBMD Mode: Users can select the following options for BBMD:

- Allowing incoming FDR: Foreign Device Registration allows the AculLink 810 to send its
broadcast message to a BBMD.

+ Full BBMD: Allows the Aculink 810 to send broadcast messages to other BBMDs.

- Disable: Disables BBMD

- BBMD Address List: Users can enter the IP address of the BBMD.
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Aculink 810 Gateway

< BACnet Configuration

Interface Assignment
AcuMesh

Modbus Acquisitor Gateway BBMD

BACnet

BBMD Mode*

MQTT
Allowing incoming FDR &
SNMP

BBMD Address List Add Address

Enter Address 1 m

Must be ip address

Figure 7-44 AcuLink 810 BACnet BBMD Setting

7.5 MQTT Protocol

The Aculink 810 supports the MQTT protocol where the gateway can publish device data to a
subscriber using an MQTT broker. The MQTT broker is a central server where all MQTT clients
will connect to. The broker/server manages all message topics and updates new messages to all
clients that are subscribed to a particular topic (AcuLink 810). All related MQTT settings can be
configured in the MQTT webpage under the Protocols menu tab.

7.5.1 MQTT General Settings

Under the General menu tab in the MQTT webpage, users can enable the MQTT protocol and
configure the broker settings.

Enable MQTT: Select Enable to use the MQTT protocol.

Broker Address: Enter the broker address of the MQTT server.

Broker Port: Enter the port number for the MQTT Broker.

Client ID: Enter the Client ID for the AcuLink 810; must be a unique ID number.

Keep Alive: The client communicates a time interval in seconds to the broker, “Keep-Alive” is the
maximum length of time in seconds that the broker and the client cannot communicate with each
other.
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Timeout: Enter the timeout setting time in seconds.

Once all settings are configured click the Save button. The connection to the broker can be tested
by using the Test MQTT button.
Devices Data Log System Settings Templates Maintenance Diagnostics

¢ MQTT Configuration

Interface Assignment

AcuMesh
" General | UserCredential  SSL/TLS  LastWill and Testament  Devices to Publish
lodbus
BACnet MQTT Enable®
marT © Enable () Disable
SNMP

Broker Address”

test.mosquitto.org

Broker Port*

1883

Client ID*

1

Keep Alive*

60 s

Timeout*

30 s

Clean Session*
Yes © No

Test MQTT

Figure 7-45 AcuLink 810 MQTT Setting

7.5.2 MQTT Authentication

The User Credential tab allows users to configure a Username and Password authentication if the
broker can support it.

Aculink 810 Gateway

MQTT Configuration
<

Interface Assignment

AcuMesh e ———
Modbus General | User Credential ‘ SSUTLS  Last Wil and Testament  Devices to Publish
Bl Username
MaTT
Enter Username
Azure loT
SNMP Password

Google kT Enter Password

Figure 7-46 AcuLink 810 MQTT Authentication Setting
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7.5.3 MQTT Encryption

The SSL/TLS tab allows users to use the MQTT protocol with an encryption.
In this webpage users will be able to upload the required certificate and key files.

File Name Identifier: For each file type. AcuLink 810 displays a valid filename to help users select
the correct file for uploading.

Aculink 810 Gateway

Devices Datalog  System Settings Protocols Templates Maintenance Diagnostics

Interface Assignment < MQTT Cunllguratlnn
AcuMesh -
Modbus General User Credential SSYTLS Last Will and Testament Devices to Publish
) Enable SSL*
Ll © Enable @ Disable
Azure loT

CAFile*
SNMP

Google loT Choase file Browse
Cert File*
Choase file

Key File*

Choase file Browse

Figure 7-47 AcuLink 810 MQTT Encryption Setting

7.5.4 Last Will & Testament

The Aculink 810 supports Last Will and Testament messages via the MQTT protocol. These
settings can be configured under the Last Will & Testament tab.

The last will and testament message is used to notify other clients regarding other disconnected
clients. The message is an MQTT message that contains a topic, a QoS level and a payload.

Topic: Refers to the path used to access the MQTT message.

QoS: Stands for Quality of Service and refers to the reliability of the message delivery between the
publisher and subscriber.

There are three types of quality of service:

+ QoS 0: The lowest level and is defined as “at most once” delivery. This level has the fastest
message delivery, but the success rate of delivery is less reliable.
+ QoS 1: Defined as “at least once” delivery. These types of messages are reliable and are
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guaranteed, however the messaged may be sent as duplicates several times.

QoS 2 - Is the highest level and is defined as “exactly once” delivery. These messages are
more reliable and are guaranteed to be sent once without any duplicates. This type of
messaging sent are the most reliable, however it has a slower message delivery. Each

client can optionally specify its own LWT message when it connects to a broker. The broker
stores this message so that if the client disconnects ungracefully, the broker will send the
disconnected client's LWT message to all the other clients that are subscribed to that last will
message topic.

Aculink 810 Gateway

Devices  Datalog  SystemSettings [EUUNCSUSMN Templates  Maintenance  Diagnostics

% MQTT Configuration

Interface Assignment

AcuMesh

Modbils General  UserCredential  SSL/TLS | LastWilland Testament | Devices to Publish

BACEt Last will Enable*

MATE © Enable ® Disable

Azure loT

Topic
SHMP

Google loT Enter Topic

Qos*

Qus0

Figure 7-48 AcuLink 810 MQTT Last Will and Testament Setting

7.5.5 Device Publishing

Under the Devices to Publish menu tab users can configure the sending interval and devices
data they want to publish to the broker.

All Meters Use One Topic: If selected as Yes users can use one topic for reading all published
devices, however if No is selected users will need to configure a base topic.

Topic: Users will enter in the topic used to read all devices.

Base Topic: Users can enter in the topic, is usually a base topic followed by the serial number of
the device.

QoS: Users can configure the quality-of-service level, where ‘Qos 0" is the lowest level and ‘Qos 2" is
the highest level.

Retained: Users have the option retain messages or not. If a client retains messages that was
published to topic, a second client that is subscribed to the same topic will be able to see the
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retained message.
Interval: Users can select the publishing interval; the range is from 10 to 600 seconds.
Payload Format: Users can select from two different payload formats.

Select Devices to Publish: Users can select Modbus RTU/TCP devices, BACnet MS/TP, BACnetIP,
or MBus devices and the Digital Input counter to publish to the MQTT broker.

LECE  Terpiates  Mainienance

Retained®
Yes O o

Google T Interval®

Payload Format*

Figure 7-49a AcuLink 810 MQTT Device to Publish Setting-1

parar: “prase Avalt®
value”

“parar": “phase B volt”
vslue: "11%.7_v"

Select Devices To Publish

]
Enable Log Digitalinputs

Modbus
AHBI2070452 ¥AHE22070452 | ESTI6000S72EITI60N0972 | EITISN02365 FEITIB0ZI6E E3T19052339 #E3T19052339
EHMIZ00047 SEHMI9100047

BACnet

MBus

Virtual

Figure 7-49b AcuLink 810 MQTT Device to Publish Setting-2

7.6 Azure loT

The Azure Internet of Things (IoT) is a collection of Microsoft cloud services that allow the user
to have reliable device to cloud communication. Azure 10T hub is a managed loT service which
is hosted in the cloud and allows for bi-directional communication between loT applications and
the devices. This cloud-to-device connectivity means that you can receive data from your devices,
but you can also send commands back to the device. The AcuLink 810 supports Azure loT device
posting where users can send Modbus, BACnet, MBus, and Virtual Devices to the loT Hub.
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Once connected on Azure, users can also configure settings on the Aculink 810 from Azure via
device twin. The following settings need to be configured.

Azure loT Enable: Allow users to enable or disable Azure |oT.

Primary Connection String: Enter in the primary connection string for the loT Hub. Secondary
Connection String: Enter in the secondary connection string for the 10T Hub.

Interval: Select how often to post to the loT Hub, the range is from 10 to 600 seconds.

Enable SSL: When the AcuLink 810 connects to Azure X509 IoT device/loT Edge device, users can
enable SSL where they can upload a certificate and key file for encrypted posts.

Select Devices to Publish: Users can select Modbus RTU/TCP devices, BACnet MS/TP or BACnet
IP devices, or MBus devices and the Digital Input counter to publish to the Azure IoT Server.

Aculink 810 Gateway - X LB ALLIEASP
Azure IaT Client Configuration
‘

e 10T Ensble
o .

o

Secondary Connection Sting
Ioterval®

Enable sst
© Enable
Cent fle Key File

Test Connection

Select Devices To Publish

Figure 7-50 AcuLink 810 Azure loT Client Configuration

7.6.1 Creating Azure loT Device on Azure Portal Server

1. Sign into the Azure Portal (https://portal.azure.com).

2. From the Azure homepage, select the + Create a resource button, and then enter ‘loT Hub' in
the Search the Marketplace field.

3. Select loT Hub from the search results, and then select Create.
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4. On the Basics menu tab, complete the fields as follows:

+ Subscription: Select the subscription to use for your hub.
Resource Group: Select a resource group or create a new one. To create a new one, select
Create new and fill in the name you want to use. To use an existing resource group, select
that resource group from the drop-down menu. For more information, see Manage Azure
Resource Manager resource groups.
Region: Select the region in which you want your hub to be located. Select the location
closest to you. Some features, such as loT Hub device streams are only available in specific
regions. For these limited features, you must select one of the supported regions.
loT Hub Name: Enter a name for the IoT hub. This name must be globally unique. If the
name you enter is available, a green check mark appears.

Home > IoT hubs

£ laT hub.

Figure 7-51 Azure loT Hub Server Configuration

7.6.2 Create an loT Devices /loT Edge Device in the Azure Portal

In loT Hub in the Azure portal, loT Edge devices are created and managed separately from loT
devices that are not edge enabled.

1. Sign into the Azure Portal and navigate to loT hub.

2. In the left panel, select loT devices/loT Edge from the menu.

3. Select New/Add an loT Edge device.

4. Provide a descriptive device ID. Use the default settings to auto-generate authentication keys
and connect the new device to the hub.

5. Select an authentication type.

Users can select Symmetric key or X.509 CA signed.
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Device ID

test_add_device

Authentication type *

Connact this device to 10T hub

Figure 7-52 Create a Device on Azure loT Hub Server

Home > Ryan810 > Devices

B New ()R
5 )
Device 1D Status « o v Lot status Plug and
bied Dise sas
Enabled Connected s

Telemetry 1o
Consumer group

Specify enqueue time

Figure 7-53 Azure loT Hub Server Device List
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7.6.3 Retrieving Connection String in the Azure Portal
SAS loT device/loT Edge device:

When users are ready to set up their device, users will need the connection string that links the
user'’s physical device with its identity in the loT hub.

1. From the loT devices/loT Edge webpage in the portal, click on the device ID from the list of
loT Edge devices.
2. Copy the value of either Primary Connection String or Secondary Connection String.

X.509 loT device/loT Edge device:

Connection string is defined as: "HostName=<host_name>;Deviceld=<device_id>;x509=true”

7.6.4 Configure AcuLink 810 from Azure

AculLink 810 support device twins desired properties to synchronize device configuration or
conditions, where the AcuLink 810 can configure the NTP and Azure loT configuration from the
Azure portal.

The configuration is defined in desired properties:

{

"properties": { "desired": {

"ntpConfig": {

"enable": true,
"ntpServer1": "0.us.pool.ntp.org",
"ntpServer2": ",
"ntpServer3": ",
"timeZone": "America/Toronto",

"lastUpdateTimestamp": 1595876093

AC[[/:-V:?E}' V:2.1.2 Revised: September 2024 H

www.accuenergy.com



Aculink 810 Data Acquisition Gateway & Server

"azureConfig": {
"azureloTEnable": true,

"primaryConnectionString": "HostName=AculLink810.azure-devic
es.net;Deviceld=810pc;x509=true",

"secondaryConnectionString": ",
"sslEnable": true
b
"existingProperty": "otherNewValue",
"otherOldProperty": null

}

}
7.7 SNMP

The Aculink 810 supports the Simple Network Management Protocol (SNMP) which allows for
reporting the Aculink 810 device data to the management station. The SNMP settings can be
found on the SNMP webpage under the Protocols tab.

SNMP Enable: Select ‘Enable’ for the SNMP protocol.

SNMP Version: Users can select either 'SNMPv2c’ or 'SNMPv3'.
Version 2: Requires a read only community string to be configured.
Version 3: Requires authentication and privacy protocol.

Port: The default SNMP port is 161, the range is from 16100 to 16199.

The Aculink 810 also supports SNMP trap notifications, where the user can receive a trap
notification for any alarms that are triggered for devices on the AcuLink 810.

Trap Enable: Select enable for trap notifications.
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Trap Target 1-4: Users can configure up to four trap targets, where the trap targets must be an IP
address.

Buffer Size: Enter the size of the buffer for the number of notifications will be stored before being
sent to the management station. A maximum of thirty (30) notifications can be stored.

Report Hold Time: Enter the time in seconds for how long the notification will be in queued
before it gets sent to the management station. By default, this setting is configured to 0 so the
notification will be sent immediately after an event occurs. This setting could be configured from 0
to 30 seconds.

ALK §10 Gatewsy e i Py ACENSEY

Tiop Taget 2 Toop g 3

Trap Targat 4

Baport Buffe Site® Baport Hold Tia’

Figure 7-54a AcuLink 810 SNMP Setting-1

7.7.1 MIB File

The SNMP MIB file includes all the device data objects required to read the device on a SNMP
system. The MIB file of the AcuLink 810 can be downloaded directly from the webpage in the
SNMP webpage. When downloading the SNMP file, it will be downloaded as a zip folder including
the individual MIB files that are all device models on the AcuLink 810.

Report Buffer Size Report Hold Time
30 0

Range:0-30 Range: 0- 300
Download MIB File

Figure 7-54b AcuLink 810 SNMP Setting-2
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7.8 MBus

The Aculink 810 supports MBus devices, where the user can add MBus devices to the Aculink
810 via an Mbus TCP/IP master. Mbus meters are typically used for reading water, gas, and
electricity.

Aculink 610 Gatoway.

MBus Devices
¢

[iioves v e e

[ Mastor Name 1P Address. Action

Modbus

Figure 7-55 AcuLink 810 MBus Setting

7.8.1 Adding MBus Device

To add a MBus device, select MBus under the Devices menu tab. Users will first need to add the
MBus master device, click on the Add Device button. Enter in the following:

Master Name: Enter the name for the master device.

Master IP Address: Enter the IP address of the master device.

Master Port: Enter the port number for the master device, the range is from 1 to 65535.
Click on the Save button once complete.

Aculink 810 Gateway © Logout  Wedn

Dstalog  SystemSettings  Protocols  Templates  Maintenance  Diagnostics

Dashboard 7 Add Master

Alarm Logs
Master Name* Master IP Address® Master Port*
Modbus Devices

BACet Devices ‘ (G ‘ ‘ 192168.1.55 ‘ ‘ e

faximum 16 characters Mustbe p acicress Range 165535
MBus Devices ® &

Digital Inputs Data Logger

Virtual Devices ‘ Data Logger 1 » ‘

Figure 7-56 AcuLink 810 Add a MBus Device
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The added master will show up on the MBus Device webpage.

Acuink $10 Gataway

MBus Devices

EESETS  comicni i
— o~ o

Wibus Test 192168637 L ]

Figure 7-57 AcuLink 810 MBus Device List
Alternatively, Users can Search for the master device. Click on Search Master.
The following is required for the search criteria:
Start IP Address: Enter the starting IP range for the search.
End IP Address: Enter the ending IP range for the search.
Master Port: Enter the master port with a range from 1 to 65535.
Click on the Scan button once the search criteria has been completed.

When the scan has completed, all masters discovered will appear in the search results, users will

have the option to add them individually or can use the Add All Devices To Devices List button
to add all discovered MBus masters.

Aculink 810 Gateway

@ Logout  Wedt
Datalog ~ SystemSettings  Protocols  Templates  Maintenance  Diagnostics

e  Sean MBus Master Device
Alarm Logs

Start IP Address* End IP Address* Master Port*
Modbus Devices
BAChet Devices 192.168.1.50 192.168.1.55 10001

Mustbe i address Mustbe i address Range: 1- 65535
MBus Devices P 2 .
Digital Inputs /Add All Devices To Device List

Virtual Devices

Device Master 54 s found. IP address is 192.168.1.54. Added

Add To Device List

Device Master 55 is found. IP address is 192.168.1.55.

Figure 7-58 AcuLink 810 Search Master Device

To add the MBus slave devices, click on the Master from Mbus webpage to be redirected to the
following webpage.
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From this webpage users can change the Master Name, however the IP and Master Port cannot
be modified. From here users can add Mbus devices to the AcuLink 810.

Aculink 810 Gateway © Logout  Wedn

Dashboard MBus Device - 192.168.1.55

Alarm Logs

Master Name* Master IP Address Master Port Data Logger
Modbus Devices

5 . - s

Rt Master 55 192.168.155 10001 Select Data Logger

Meximum 16 cheracters
Maus Devices
Digital Inputs Serial Number Secondary Address Medium Status
Virtual Devices Enter Serial Number Enter Secondary Address ~ Select Medium -~ ¢ -~ Select Status - s

Serial Number Device Primary Address Device Secondary Address Medium  ReaciTime  Status  Alarms  Action
No Data

Delete Selected | Force to Read Selected
Sean For Slave | Manual Add Device | Add All Devices To Device List

No device found

Figure 7-59 AcuLink 810 MBus Device Setting
Scanning for MBus Devices

Users can run a scan to search for all available Mbus slaves on the master by selecting the Scan
For Slave button.

Serial Number Device Primary Address Device Secondary Address Medium  Read Time Status  Alarms  Action

No Data

Delete Selected | Force to Read Selected
ScanForSlave | Manual Add Device | Add All Devices To Device List

Device GWF.19495028.3C.07 is found. Secondary address is 19495028E61E3C07.

Figure 7-60 AcuLink 810 MBus Device Scanning

Once the slave device is added it will show up on this webpage under the Added Slaves section.
The serial number, device primary address, and device secondary address will be displayed. The
status ‘ON’ will indicate the meter is online, ‘OFF" will indicate the meter is offline.

Users can delete the device from this webpage by clicking on the trash icon button under the
Action column. If there are several Mbus devices added, users can use the filter to sort and filter
the MBus devices by serial number, secondary address, medium, and status.
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Acudink 510 Gatiwy 0 Logout Weeknesday Aot 12 200 426PM @ Rbout  Acdriet  ATIENSY

MBus Device - 192168.1.55

Master Harne® Maste I Adress Master Port D Logger

Master 55 w218188 10001 Select Cata Logger

Secondary Addrers Medium Status
o Muiar Emer Saconday Acdress - Seect Medium . Select Sana :

Serisd Number Devica Primary Addvess  Dovice Secondary Address  Mediuma  Rasd Time. Ststue  Alaems  Acion

CHEIMIHRANCOT O 19435028861 E3CH Ve X00B12162608 @ON O [}

Figure 7-61 AcuLink 810 MBus Master Device Configuration

Users can perform a force read for the selected MBus devices; this will provide users with the
latest data from the device. The read time will be updated to notify users of the read.

AT 10 Gatiiy Lot Wedoeaday, At 12 2020 515 P @Akl Aclik$10  ACCESISEY

Daalog  SeemSemngs  Protcos  Temghuss  Mancewnce

, MBus Davice - 192160155 [(ooce 10 oovea st |

- Master 1P Atons Mastar Port o Legger
Master 55 2168788 10001 Seiect Dot Logger
Seril Numer Saconcary Aadress Medum

Entar Sarl M Enter Sscondory Addvass E— .

B Seral Mussber Device Primary Address  Device Secondary Addsess ] Pesd Tiome St Alsems Action
B oMMmEILT o THISBERESCET viter | zomcerzimss | won o (]

Figure 7-62 AcuLink 810 MBus Master Device Added

Adding MBus Device Manually

Users can add Mbus devices manually by entering the secondary address (required). Once the
address is entered, click on Add.

Scan For Slave

Address Type

© Secondary Address ' Primary Address

Figure 7-63 AcuLink 810 Add MBus Device Manually
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Data Logging for MBus Devices

Data logging for MBus devices can be done directly from the MBus Device webpage. Under the
Data Logger drop-down menu, users can select which data logger to use for the MBus device.

Alternatively, users can also specify which MBus devices to log under the Data Loggers
configuration webpage (Data Log > Data Loggers).

Aculink 810 Gateway

(VS Datalog  SystemSettings  Protocols  Templates  Maintenance  Diagnostics
i . MBus Device - 192.168.1.55
Alarm Logs
Master Name® Master IP Address Master Port Data Logger
Modbus Devices
——— Master 55 192.168.155 10001 — Select Data Logger -
Maximum 16 haracters . =
Meus Devices 5
Digital Inputs Serial Number Secondary Address Medium Data Logger 3
Virtual Devices Enter Serial Number Enter Secondary Address — Select Medium -- ¢ - Select Status -- :

Serial Number Device Primary Address  Device Secondary Address ~ Medium  Read Time Status  Alarms  Action

GWF.194950283C07 0 19495028E61E3C07 Water 2020-08-12162305  WON 0 ]

Delete Selected | Force to Read Selected
Scan For Slave | Manual Add Device | Add All Devices To Device List

No device found

Figure 7-64 AcuLink 810 MBus Datalog Selecting

7.9 Virtual Device

The Aculink 810 supports the creation of a virtual device which allows users to create a device
based on certain calculations/formulas of the devices already added to the Aculink 810. Select
Virtual Devices under the Devices menu tab and click on Add Virtual Device.

Acuink 810 Gateway.

Virtual Devices
<

e
e
G B

o Deviee Name Sorial Number Action

Mo Data

Figure 7-65 AcuLink 810 Virtual Device List
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Users will be required to enter a device name for the virtual device. Once the name is entered
for the device, click on the Add Virtual Parameter button to start creating and adding the virtual
parameters.

N QA e ATIENEY

Add Virtual Device
<

Device Hame

s Virkas Device Paameter

Figure 7-66 AcuLink 810 Add Virtual Device

7.9.1 Adding Virtual Parameter

The following settings will need to be configured to add the Virtual parameters.

Parameter Name - Enter a parameter name for the virtual device.
Unit - Enter the unit that will be used for the virtual parameter.
Parameter Type - Can be selected as either ‘Realtime’ or ‘Accumulative’.

Calculated Meter Formula - The meter formula can be created by clicking on the Select Device
Parameter button. This will allow users to select existing parameters from Modbus, BACnet and
MBus devices already added to the AculLink 810. Once users have the parameters selected from
the existing device click on Select, users will notice the parameter is added into the meter formula
bar. Users also have the option to add math operators to their calculated meter formula such as
addition (+), subtraction (-), multiplication (*), and division (/).

Users can add another parameter to the virtual device by clicking on the Add Virtual Device
Parameter, and it can have up to fifty (50) Virtual Parameters per virtual device. Once all
parameters are added, click on the Save button.

o W . x o ATENEY

Add Virtual Deviee
¢

[P —

Figure 7-67 AcuLink 810 Virtual Parameters Setting
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Select Device Parameter

First Dovice

Acuvim 17C7 84+ 34

Figure 7-68 AcuLink 810 Select Virtual Parameters

Once the device is created it can be seen from the Virtual Device webpage, to view the readings
click on the Virtual Device hyperlink from the left menu.

Under the Readings menu tab users can view the virtual device readings.

Aculink 810 Gateway

I oo seumsewng:  pmiocos  temvaes  mameance  Oagrosies

Virtual Devices.
<

Sarial Number Action

AcceanergyVirualDavice Tust Virtual Device L]

Figure 7-69 AcuLink 810 Virtual Device List

Users can edit the virtual device in the Configuration menu tab, from here the user can edit the
parameter name, unit, parameter type, calculated meter formula, and delete virtual parameters.

NOTE: The virtual Device Name cannot be modified in the Configuration menu tab.

Aculink 810 Gatewsy @ togout T

Data boy

Modtbs Dinices D Hatne.

Voltage Sum

Figure 7-70 AcuLink 810 Virtual Device Configuration
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7.10 Google loT

The Google Internet of Things (IoT) is a collection of Google Cloud services that allow the user to
have reliable device to cloud communication. Google IoT Hub is a managed loT service which is
hosted in the cloud and allows for bi-directional communication between loT applications and the
devices. This cloud-to-device connectivity means that you can receive data from your devices, but
you can also send commands back to the device.

7.10.1 General
Configure all the basic settings in this webpage:

Broker Address: This is the endpoint to which your device will connect to communicate with
Google's 10T core. It typically is mgtt.googleapis.com.

Broker Port: The port number is used to establish the connection with the broker. For Google 10T,
it's commonly set to 8883 for secure MQTT communication.

Google Cloud Project ID: The project ID is a unique identifier assigned to each project created in
the Google Cloud Platform.

Cloud Region: This parameter specifies the Google Cloud region where the user's loT Core
registry is located. Common regions include us-central1, urope-west1, and asia-east1.

Registry ID: A registry is a logical container for the devices. The user should create a registry
within the project and provide its unigue name.

Device ID: The device ID is a unique identifier for the user's individual loT device. It should be
associated with a registry.
: Google loT Configuration
General SSL/TLS Devices 10 Publish

Google 10T Enable*
0 Enable Disable

Broker Address Broker Port
mgit.googleapis.com 8883

cloud Region Google Cloud Project ID
us-centralt accuenergy-iol

xample

Registry ID Device ID
aculinks10 nacung1o

Figure 7-71 AcuLink 810 Google loT Configuration
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7.10.2 SSL/TLS

The user shall upload the security key in this webpage to establish secure communication with
Google IoT server.

Google CA File: This file contains the certificate authority (CA) public key used to establish a
secure connection with Google's 10T core. Ensure it is correctly configured on your device.

Private Key File: This file stores your device's private key for secure communication. Keep this file
secure and configure it properly.

Google loT Configuration

General SSL/TLS Devices to Publish

CA File*

Choose file

Key File*

Choose file

Figure 7-72 AcuLink 810 Google loT SSL/TLS Configuration

7.10.3 Device to Publish

Users will use this webpage to configure the device which they would like to push data to the
Google 0T server.

Topic: This is the communication channel within the Google IoT system, where 10T devices publish
messages in the cloud.

Qos: Select the Qos in the drop-down menu to choose the communication quality with the loT
server.

Interval: Use this to select the frequency for pushing data to the server.

Payload Format: Select the data format that the user would like to use for the data being pushed
to the server.

Select Devices To Publish: User will check the box next to the meter which they would like to
push data to the server.
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Google loT Configuration
<

General SSL/TLS Devices to Publish

Topic

/devices/nacung10/events

Example: /devices/DEVICE_ID/events

Qos*

Qos 0 c
Interval*

60 seconds :

Payload Format*

Payload Format Template 1 *

“device name”: "AH13031234",

AcuvinII”,

"device_madel”
“timestamp": 1571414434,
“online™: true,
“readings™: [
{
“para
“value™

“param”: "phase B wolt"

Figure 7-73 AcuLink 810 Google loT Device to Publish Configuration
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Chapter 8: Device Readings

The device readings can be seen directly on the AculLink 810 webpage. The device data updates
every minute on the webpage. To view the device readings, click on the Devices menu tab and
select either Modbus/BACnet Devices.

Users can simply click on the device they wish to view the data under the Readings menu tab.
Depending on the device, users can click on the Reading Type drop-down menu to select
different types of parameters to read from the device.

Users can immediately force read parameters to the current webpage by clicking the “Refresh”
button.

Reading Type

Display Writable Parameter Only

<

Refresh Parameters

[

Hint: i may take few minutes (o refresh the parameters

Parameter Value

Frequency 60011

Phase A L utral Voltage 121957

Phase B Line-to-Neutral Voltage 121968V

Phase € Line-to-Neutral Voltage 121957y

Figure 8-1 AcuLink 810 Device Readings

For MBus Devices, users will need to first click on the MBus master and then select the MBus
devices to view the readings.

Aculink 810 Gateway

- MBus Slave Device - GWF.19495028.3C.07

Dashboard

Alarm Logs ;

Modbus Devices Roading | Al

BACTet Devices i e

MBus Devices
Readings

Digital nputs

Vitual Devices No parameter .
1 Fabrication number 18495028
2 Volume 0203 w3

Figure 8-2 AcuLink 810 Read MBus Device
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8.1 Parameter Configuration

Use the Configure function to configure each parameter on the list and allow it to display on the
AcuLink 810 or to record on the data log.

Reading Type

Display Writable Parameter Only

Refresh Parameters

Hint: It may take few minutes to refresh the parameters.

Parameter Value

Phase A Line Current 57.192A
Phase B Line Current 62.281A
Phase C Line Current 59.119A

Figure 8-3 AcuLink 810 Parameter Configuration

Select the “Reading Type” then click the Configure button, the following webpage will then show
up.

Users can check which parameters to be included, as well the option to create custom labels.

Parameter Definition - E3T19056118

Reading Type
Basic Metering 5 Back To Device Reading

Use Customized Label for

Parameter Customized Label Included in Log Unselect All
Display select All Datalog Select All
Phase A Line Current Enter Custom Parameter O
Phase B Line Current Enter Custom Parameter 1
Phase C Line Current Enter Custom Parameter 2
Average Line-to-Neutral Voltage Enter Custom Parameter 3
Phase A Line-to-Neutral Voltage Enter Custom Parameter 4

Save

Figure 8-4 AculLink 810 Parameter Definition
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- Included in Log - Select if the parameter needs to be included in the data log file.
+ Customized Label - Where users can create a custom label for the parameter listed in the
template.
- Display: Display the customized label on the AcuLink 810 reading webpage.
- Datalog: Display the customized label on the Aculink 810 data log file.

Parameter Definition - E3T19056118

Reading Type
Basic Metering s Back To Device Reading

Use Customized Label for

Parameter Customized Label Included in Log Unselect All
Display select All Datalog Select All
Phase A Line Current test label of phase A line current
Phase B Line Current test label of phase B line current
Phase C Line Current Enter Custom Parameter 2
Average Line-to-Neutral Voltage Enter Custom Parameter 3
Phase A Line-to-Neutral Voltage Enter Custom Parameter 4

Save

Figure 8-5 AcuLink 810 Parameter Definition (Display, Datalog)

Click the Save button after everything is set up, then click on the Back To Device Reading button.
In the readings webpage to see the custom labels implemented.

Reading Type Bacl

Display Writable Parameter Only

Refresh Parameters

Parameter Value
test label of phase A line current 56.349 A
test label of phase B line current 61.448 A
Phase C Line Current 58261 A
Average Line-to-Neutral Voltage 122.398 v
Phase A Line-to-Neutral Voltage 122.383 v

Figure 8-6 AcuLink 810 Device Reading Webpage

When downloading the data log file, the name in the header will be changed according to the
custom label configured.
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A B C D E F

1 [Time |test|abe| of phase A line current test label of phase B line current Ic_A Vnavg V Va_V

2 |2023-11-29T00:00:00-0500 58.997 64.296 60.997 123.52 123.506
3 |2023-11-29T00:01:00-0500 58.919 64.231 60.929 123.587 123.575
4 |2023-11-29T00:02:00-0500 58.849 64.163 60.859 123.575 123.561
5 |2023-11-29T00:03:00-0500 58.841 64.145 60.838 123.595 123.582
6 |2023-11-29T00:04:00-0500 58.79 64.106 60.802 123.911 123.897
7 2023-11-29T00:05:00-0500 58.859 64.166 60.874 123.848 123.836
8 |2023-11-29T00:06:00-0500 58.841 64.15 60.838 123.796 123.783
9 |2023-11-29T00:07:00-0500 58.81 64.125 60.828 123.773 123.76
10 |2023-11-29T00:08:00-0500 58.925 64.218 60.929 123,93 123.918
11 /2023-11-29T00:09:00-0500 58.946 64.265 60.934 123.986 123.973
12 |2023-11-29T00:10:00-0500 58.992 64.308 60.997 123.89 123.878
13 |2023-11-29T00:11:00-0500 58.881 64.205 60.877 123.81 123.79%
14 12023-11-29T00:12:00-0500 58.94 64.241 60.935 123.445 123.432
15 2023-11-29T00:13:00-0500 58.806 64.116 60.817 123.585 123.572
16 12023-11-29T00:14:00-0500 59.099 04.371 61.079 123.489 123.477
17 |2023-11-29T00:15:00-0500 58.09 64.36 61.064 123.44 123.427
18 |2023-11-29T00:16:00-0500 58.914 64.217 60.917 123.456 123.444
19 12023-11-29T00:17:00-0500 58.911 64.191 60.898 123.372 123.359

Figure 8-7 AculLink 810 Datalog File

8.2 Writing to Modbus Device
Adding the device

After the template with Modbus Function code 16/15 is created, add a new device with the
template. Then specify the connection method (Protocol) to that Modbus device (Modbus RTU/
Modbus TCP).

NOTE: Refer to chapter 7 on how to add or create Modbus Templates on the AcuLink 810.

AcuLink 810 Gateway

Dashboard . Add Modbus Device

Alarm Logs

Device Name

Modous Devices
BAGnet Devices
MBus Devices
Dighal Inputs

Virtus! Devices

Template*

Figure 8-8 AcuLink 810 Add Devices
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Users will be able to view the device connected under the Modbus device list. In this example, the
writing template is connected to an AcuRev 1310 meter.

AeuLink 810 Gateway t

=R voiv  seomsonngs  boocss  Tomlaos  vronance gt

Dashboard % Medbus Devices

[sooe L omse

o5 Device Name Intertace Protocol Serial Number Status Alarms Action

Alar Logs

Mocdbus €

BAC:

MBus Devices

AHB22070452 Rs4ss. Modbus RTU AHE22070452 o o [ ]

Oigial Inputs

Virtus Davicas E3T16080972 RS485 Modbus RTU E3T16090872 o [ ]
E3T18102365 RS485 Modbus RTU E3TIE102365 ©orF o [ ]
E3T19052339 RE48S Meodbus RTU E3T19052339 o [ L]
EHMN100047 RS485 Modbus RTU EHMIZI00047 won o (]

Figure 8-9 AcuLink 810 Modbus Device List

Click on the device to view all parameters, the writable parameters will have the blue write icon
located next to the value as seen below.

Aculink B10 Gateway

Modbus Device - Write
«

Reading | Alarm

Reading Type
settings : Parameter Define

Relay Output

R Value
Frequency 1000000 &
Protocol 1 0000000 &
Parity 1 3.000000
Paseword 0000000 7
Address 1 210000000 &
Baud Rate 1 19200000000 &
Voltage Wiring 0000000 &
Current Wiring 0000000 &
PT (High bit) 0000000 &
PT1 (Low) 4000.000000 2
P12 4000000000 27
tal] 400:000000 &F

Figure 8-10 AcuLink 810 Reading Type Selection

The blue Write icon button next to the value allows the user to update and write a register value
into the device. For example, by clicking the write icon button for CT1 parameter, a “Change
Modbus Register Value” prompt will appear. The user can then edit the value from 5000 to 10000.
Click on the Submit button to confirm the change.
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Change Modbus Register Value

Haw Vaiue
1000,

Figure 8-11 AcuLink 810 Change Modbus Register Value

Aculink 810 Gateway

D , Madbus Dovice - ESTIS052339
A Logs N
Modbus Devices Rasdrg | Marm  Configuation
arCrat Devices i
Mus Devies .". ol )
gl ” [ contins |
VirusiDevces . isplay Wriatie Parameter Ordy
Refresh Parameters -
Parameter o
Wing vtoca T
or s
o Toca
< vaue it
e 400000008 [
i 400.000008

Figure 8-12 AcuLink 810 Reading Modbus Register Values After Change
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Chapter 9: Digital Inputs

The AcuLink 810 has eight (8) digital input (DI) channels. Each digital input can be used as an input
pulse counter or a digital status monitor.

Each channel has two terminals, a DI terminal and a DI COM terminal. The digital input channels
are dry contact inputs, meaning that a voltage supply is required to generate a pulse or digital
status.

The image below shows a closed circuit on digital inputs 1 and 6. The positive output is connected
to the DI1 and DI6 channel inputs and negative output is connected to the DI1-COM and DI6-COM
common input respectively.

g £

(ORON®, O OO O OO O OO @)

00000000 OOO?OOOO O000OBOO

| |

+ | - + | -
Water Meter Pulse Energy Meter Pulse
Output Output

Figure 9-1 AculLink 810 Digital Input Connections
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On the AcuLink 810 webpage, the Digital Inputs connected are shown as seen below.

The Type column indicates whether the DI channel is configured for Pulse or Digital Status. A
channel labeled as "counter" is configured for pulse input, while a channel labeled as "Status" is
configured for Digital Status input.

Aculink 10 Gateway @ Logout A 31PM @ About
O Digital Input
<
&) et
Digital Input Description Count Multiplier Reading unit Status Type

Digitat input 1 channel 1 1 10.000 150,000 P Counter

hannel 2 2 5000 10,
il De
n OF
hannel 4 1000 0.000 ter
Digital lngut $ Channel § 1000 0000 Counter
Digital Input § Channel § 1000 0,000 Counter
Digital Input 7 Channel 7 1000 0000 Counter

Figure 9-2 AculLink 810 Digital Input Webpage

Users can switch between pulse counter and digital status by enabling the Manual Edit slider.
The digital input channel settings can also be modified, details such as the channel description,
count, multiplier, and unit can be configured.

NOTE: If the user manually edits DI, all changes must be saved for them to take effect.

 Logout  Wednesday, May 12,2001 43P @ About ! ATIENSSY
Digital Input
<
D Manusl Edit m
Digital Input Description Count Multipher Reading  Unit Accumdate
Digias! input 0,000 e
1
[T S - 0 = o [, L]
T — s oo [ ]
3
gt o
'
Oigita Ingut oot
Digial i o000 L]
Digital 0000 L]
7
0000 L]

Figure 9-3 AcuLink 810 Digital Input Editing
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When the Manual Edit slider is enabled, the user can manually configure each digital Input’s
Description, Count, Multiplier, Reading, and Unit, respectively.

If the user manually edits DI, all changes must be saved for them to take effect.

9.1 Device Alarm

To configure over/under alarms in the AcuLink 810, users must log in with administrative access.
Alarms can be added to all devices including Modbus, BACnet and MBus devices.

AeuLink 810 Gateway

ey . Modbus Devices
CEnEn
BRI e b e i e
AHBZ2070452 RS485 Modbus RTU AHB22070452 G orF 0 L]
wnu‘allbtv::: EITI6090972 RS485 Modbus RTU E3T16090972 o L]
RS485 Modbus RTU E3T18102366 O oFF o L]
RE485 Modbus ATU E3T19062339 o 1
Mesn Modbus ATU E3T19065068 o L]
RS485 Modbus RTU EHM12100047 ©orF o L]

Figure 9-4 AcuLink 810 Modbus Devices

Aculink 810 Gataway

P , Modbus Device - E3T19052339

Marm Logs
s D Reading | Alarm | Configuration

BACnat Davices m
MBus Devices.
Digital Inputs Label Parameter Min Max Value Status. Action

Virtual Devices
No Data

Figure 9-5 AcuLink 810 Device Alarms

To create a device alarm, users need to select the device from the Devices webpage, then select
the Alarm menu tab. Click the “Add Alarm” button to be redirected to the following webpage to
configure.

Label: Users can configure the label for the alarm.
Parameter: Select the Parameter you wish to monitor for over/under limit.

Minimum: Enter the minimum value the parameter should be at in the ‘Min Value' field. Any value
lower than the minimum value will trigger the alarm.
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Maximum: Enter the maximum value the parameter should have before it triggers the alarm in
the ‘Max Value' field.

Click on the Save button to create the device alarm.

NOTE: Alarms are scanned every minute, if there is a change in data a couple seconds apart the
AcuLink 810 may not be able to register the alarm.

Aculink 810 Gateway

Modbus Device - E3T19052339
:
Add Alarm

Deviee Status Alarm

Label

Fraquency

Porameter”

[—
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a5
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€

- [eoe

Figure 9-6 AcuLink 810 Edit Device Alarm

Once the alarm has been configured, it will appear in the Parameter list under the Alarms menu
tab. This webpage will give you a summary of the alarm by letting the user know the alarm
maximum and minimum values, the parameter alarm mode and the status of the alarm. Users
can delete the alarm and reconfigure the alarm setting under the Action column.

If the parameter is in alarm mode, the value will be displayed in red, and the Alarm status will
show a red caution symbol. The AculLink 810 will also display when devices are in alarm mode
from the Dashboard as well as the Devices webpage.

AcuLink 810 Gateway

Datalog  SystemSamings  Protocols  Templates  Maintenance  Diagnostics

Modbus Device - E3T19052339
<

Label Parameter Min Max Value Stats Aetion

Curront Phase A Lina Current 20 25 18602 A e |

Figure 9-7 AcuLink 810 Device Alarm List

A[[I/___‘v_-?ﬁ y V:2.1.2 Revised: September 2024 E

www.accuenergy.com



AculLink 810 Data Acquisition Gateway & Server
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Figure 9-8 AcuLink 810 Device Alarm Dashboard

9.2 Alarm Log

When the alarm is triggered, the user will be able to see the triggering detail under the Alarm Log
webpage.

From here users can search and filter all device alarms by entering in the interval, serial number
and monitor ID into the search criteria. Click on the Reset button to clear the filtered search.

Aculink 810 Gateway

m dstalog  SystemSemings  Protoco's  Templstes  Masmtenancs  Disgrostics

Dashboard  MarmLog

Alarm Logs
Intorval Serial Number Monitar ID
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BACnet Devices. Enter Enter Serial Number Enter Maniter 1D
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— [ B

Oigital Inputs
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2024-02-12 ) . X Phase A Line
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Figure 9-9 AcuLink 810 Alarm Logs

9.3 Email Alarm Notifications

The Aculink 810 can send emails based on reports or if there is an alarm event. To configure
the AculLink 810 to send emails, log into the Aculink 810 webpage with administrative access.
To configure the alarm emails, users need to click on the System Settings menu tab and select
Email.
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The user must first configure their email server and details for the gateway to send the emails.
Email Server: Enter the SMTP Server for the email account.

Email Port: Enter the outgoing port number the SMTP uses to send emails.

TLS/SSL: Users can choose to turn on or off the TLS encryption or keep it on auto.

Sender Name: Enter the name of the email sender.

From Email Address: Users can specify the email address from the email receiver.
Username: Enter the email address for the email's authentication.

Password: Enter the password for the email address in Username.

Click on the Save button once all settings are configured.

vices Data Log System Settings Protocols Templates Maintenance Diagnostics

Di

@

Date & Time 7 Email Configuration
Network
Email Server Email Port
Remote Access
e smtp.gmail.com 587
Alarm notification Mustbevalid ipiordomiai Range: 1- 65535
User Management TLS/SSL*
Certificate Management O Auto Cn off
Chn Sender Name From Email Address
Configuration Management I ecde Bl

Firmware Update
Maximum 40 characters

Username Password

zihaochen442@gmail.com

Maximum 40 characters Maximum 40 characters

Figure 9-10 AcuLink 810 Email Configuration

Next, configure the alarm notification settings for the email addresses recipients when the alarm
is triggered. This can be done by clicking on the Alarm notification hyperlink from the left menu.

Enable the alarm notification and configure the following:

Recipients 1 to 3: Enter the name of the email address in the Email Recipient fields. There can be
a maximum of three email recipients.

Email Interval: Select the email interval, by default it is five minutes, the range is from 1 to 10
minutes.
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Click the Save button to confirm the settings. Users can test the emails by clicking on the Test
Emails button, this will let the user know if the AcuLink 810 can reach the emails listed in the
recipients list or not. If successful a test email will be received.

If emails were configured for alarm events, an email notification will be sent to the recipients.

Aculink 810 Gateway

Devices  Datalog [EGYETCESUESEN Protocols  Templates  Maintenance  Diagnostics

Dste & Time % Alarm Notification Configuration

Network
Enable*

© Enable Disable

Remote Access

Email
i Recipient 1 Recipient 2 Recipient 3
User Management nacun.iu@accuenergy.com Enter Recipient 2 Enter Recipient 3
Certificate Management
Email Interval
Wihitelist
5 mins

Configuration Management

Firmware Update

Figure 9-11 AcuLink 810 Alarm Notification Configuration
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Chapter 10: Data Logging

10.1 Data Loggers

The Aculink 810 supports data logging to its 8 GB of internal memory. When the memory has
reached full capacity the first data log entries will be overwritten with the latest entries.

The Aculink 810 has three data loggers, where the user can either save device data to its internal
memory as well as post the data to an external HTTP/FTP server. The three data loggers allow
users to configure different types of loggers with different logging intervals, log file formats, and
other settings as desired.

To configure the AcuLink 810 to log the device data click on the Data Log menu tab and select
Data Loggers.

- Data Log Enable: Select Enable to Enable the data log.
+ Post Channel: Select the Post Channel from the drop-down list:
+ None: Aculink 810 will log and store the data on its memory.
-+ Post Channel 1/2/3: AcuLink 810 will log and push the data to the configured post
channel. Users will not be able to select the post channel if it is disabled.

+ Timestamp Format: Select the format for the timestamp for the data that is logged. The
format for the timestamp can be based on the Local Time, UTC Seconds or based on
ISO8601 format.

+ Log File Name Format: Select the format for the log file name for the data that is logged.
The format for the log file name can be based on UTC Timestamp or Time interval format. An
example of each file name format is shown next to each setting.

- Log File Format: For users sending external data to HTTP or FTP servers they have the
option to select the type of file format for the log files. The two formats are CSV and JSON.

NOTE: The log data is saved directly to the AcuLink 810 memory, and the CSV file will be created
when downloading the log. JSON is only supported when posting the log file to an HTTP or FTP
server.

- Log Interval: Select how frequently the module will log data to the file from the drop-down
list. The logging interval can be from one minute to one month. For logging intervals faster
than one minute please see Rapid logger in section .10.1.1 of the user manual.

- Log File length: Select the length of the log file, it can be from one minute to one month.
The log file length is in reference to the post channels sending interval, for example if the
log interval is one minute and the log file length is five minutes the log file will be sent to the
external server every five minutes. If the user is only configuring the logger to save data on
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the AculLink 810's internal memory the log file length setting is irrelevant and can be ignored.

NOTE: The log interval must be less than or equal to the log file length.

Log File Name Prefix: Provide a name for the log file which will be appended to the
beginning of the log file. By default, logger1 will be appended to the beginning of the log file.
If configuring data logger2 the default name prefix is logger2, and if configuring data logger3
the default name prefix is logger3.

+ Select the type of devices to log the data. Users have the option to log Modbus, BACnet, and
MBus devices.

When all the settings are entered correctly, click on the Save button.

NOTE: For more information on downloading and deleting the data logs, please refer to the 'Data
Management' section of this user's manual.

Aculink 810 Gateway

Devices [EISSRIRSRN  SystemSettings  Protocols  Templates  Maintenance  Diagnostics
Dala Loggers ~ Data Logger Configuration
Post Channels

e Datalogger1 | Datalogger2  Datalogger3  Rapid Logger

D s goma Data Logger 1 Enable*
Post Histotical Data © Enable > Disable
Post Channel

Select Post Channel

Log File Name Format®

UTC Timestamp e
© Time interval Form

-000000-tmin csv
Log File Format Log File Name Prefix

om ¢ logger!

Include description and unit

Log File Length

Devices

1 e Lo gl s
Figure 10-1 Data Log Configuration

10.1.1 Rapid Logger

The Aculink 810 supports the rapid logging function for Modbus devices using the serial RS485
port, where the user can log data at intervals as fast as one second.

Rapid Data Logger Enable: Select Enable to begin the rapid logging function.
Post Channel: Select the Post Channel from the drop-down list:
None: AcuLink 810 will log and store the data on its memory.
Post Channel 1/2/3: AcuLink 810 will log and push the data to the configured post
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channel. Users will not be able to select the post channel if it is disabled.

- Timestamp Format: Select the format of the timestamp for the data that is logged. The
format for the timestamp can be based on the Local Time, UTC Seconds or based on
ISO8601 format. An example of each time format is shown next to each setting.

- Log File Name Format: Select the format of the log file name for the data that is logged.
The format for the log file name can be based on UTC Timestamp or Time interval format. An
example of each file name format is shown next to each setting.

+ Log Interval: Select how frequently the module will log data to the file from the drop-down
list. The logging interval can be from 1-second to 30-seconds.

Log File Length: Select the length of the log file, it can be from one minute to one month.
The log file length is in reference to the post channels sending interval, for example if the

log interval is one minute and the log file length is five minutes the log file will be sent to the
external server every five minutes. If the user is only configuring the logger to save data on
the Aculink 810's internal memory the log file length setting is irrelevant and can be ignored.
Log File Name Prefix: Provide a name for the log file which will be appended to the
beginning of the log file. By default, the prefix for the rapid logger is loggerRapid.

- Devices: The user can select the device for the rapid logger.

NOTE: Only Modbus devices connected via RS485 can be logged using the Rapid Logger.

AcuLink 810 Gateway
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Dita Logoe . Data Logger Configuration

Post Channels

AeuClon

DatsLogger1  Datalogger2  Datalogger3 | RapidLogger
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Figure 10-2 Data Log Configuration-Rapid Logger
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10.2 Post Channels

The AcuLink 810 supports three Post Channels that will allow users to post device data to external
HTTP/FTP/SFTP servers. To configure the HTTP/FTP/SFTP data forward from the webpage click on
the Data Log menu tab and select Post Channels from the left side menu.

To configure the post channels, users need to select the corresponding Post Channel 1/2/3 tabs.

10.2.1 HTTP Post Method

The HTTP post method allows the user to post meter data to an HTTP/HTTPS server.
Post Channel Enable: Select Enable to enable the post channel data forward.

Post Method: Select HTTP/HTTPS from the drop-down menu.

Post Name Fixed: Select 'Yes' or ‘No' to enable a fixed post name, if yes is selected enter the post
name. There is a maximum of forty (40) characters allowed for the fixed post name.

Authorization: Users must enter a valid token to post data to the desired HTTP server.

HTTP/HTTPS URL: Select either the HTTP or HTTPS protocol from the drop-down menu before
entering in the URL. Next, enter in the URL of the server.

HTTP/HTTPS Port: Enter the correct port for the HTTP server.
HTTP/HTTPS Meter ID: Enter in the meter ID.

Once the settings are entered correctly click on the Save button. After the settings are saved,
users can use the Test Post Channel button to test whether the AcuLink 810 can successfully
reach the HTTP/HTTPS server.

NOTE: If users receive a failure message, please verify the server URL, port number, and double-
check the network connectivity.

NOTE: If the AcuLink 810 loses its network connection the gateway can back up 3,000 post files on
its internal memory. After 3,000 post files the data will start to overwrite from the oldest post file.
Users can clear the cached post files by using the Clear Post Channel Logs button.
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Aculink 810 Gateway
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Figure 10-3 Post Channels HTTP Configuration

10.2.2 FTP Post Method

The FTP post method allows the user to post meter data to an FTP server.
Post Channel Enable: Select Enable to enable the post channel data forward.
Post Method: Select 'FTP' as the protocol.

FTP URL: Enter in the FTP URL.

FTP Port: Enter the FTP port number.

Enable Anonymous Mode: Username and password are not required once this mode is
activated.

FTP Username: Enter the username credential to access the FTP server.
FTP Password: Enter the password credential to access the FTP server.

Once all settings have been entered correctly, click on the Save button. Users can use the Test
Post Channel button to determine whether the AcuLink 810 can reach the FTP server.

A[[”:-‘v:?ﬁ y V:2.1.2 Revised: September 2024 M

www.accuenergy.com



Aculink 810 Data Acquisition Gateway & Server

NOTE: If users receive a failure message, please verify the server URL, port number, username,
password and double-check the network connectivity.

NOTE: Like the HTTP posting method, if the AcuLink 810 FTP loses its network connection the
gateway can back up 3,000 post files on its internal memory, after 3,000 post files the data will
start to overwrite from the oldest post file. Users can clear the cached post files by using the Clear
Post Channel Logs button.

AcuLink §10 Gateway @ Logout  Manday, December 4, 2023 4:08 PM

Post Channel 3 Enable’
O Enatie

ata Log Management Cannot be as:

o cal Data Post Method®
FIP *
FTP URL FTP Port
fip/ 1818885147 1002
FTP Username FTP Password

awin | [

Test Post Channel  Clear Post Channel Logs

Figure 10-4 Post Channels FTP Configuration

10.2.3 SFTP Post Method
The SFTP post method allows the user to securely post meter data to an FTP server.

Post Channel Enable: Select Enable to enable the post channel data forward. Post Method:
Select 'SFTP' protocol.

SFTP URL: Enter in the FTP URL.
SFTP Port: Enter the FTP port number.
SFTP Username: Enter the username credential to access the FTP server.

SFTP Password: Enter the password credential to access the FTP server.
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Aculink 810 Gateway
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Figure 10-5 Post Channels SFTP Configuration

10.3 Downloading Data

Under the Data Log menu tab, the user has the option to download data that has already been
logged. Click on Data Log Management from the left side menu to configure the Download Log

webpage.

Device: The user can select the device to download data from.

Log Interval: The user can choose the interval from which to download.

Download: Click the Download button to download the selected file from the device as a CSV file

format.

Aculink B10 Gateway

Duta Loggers

Download Log

Dovice”

Logged from 2024-02-08 1o 2023-0212

Tima Frama.

2024-02:09 - 2024-02-12

Log Intervai

Delote Log

, Data Log Management

Figure 10-6 Datalog Management Webpage

The user has the option to delete previously stored logs.
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Device: The user can select the device to erase data from.

Delete: Click the Delete button to erase all data from the device selected.

10.4 AcuCloud

This section will provide instructions on connecting the Aculink 810 gateway device to the
AcuCloud EMS software to allow select devices connected to the gateway to send data to the
software. This process requires the user to have an existing AcuCloud account, if the user does
not have an account, they can sign up for AcuCloud directly on our website at: https://www.

accuenergy.com/acucloud

This procedure requires users to add the gateway to the software in which a token will be
generated through AcuCloud and will act as verification when sending data from the gateway.
Finally, this generated token will be used to configure the gateway from the AculLink 810 webpage.

Once the token has been successfully added, the user will be able to monitor, compare and trend
the data from devices connected to the gateway.

NOTE: Only Modbus devices connected to the AcuLink 810 can be posted to AcuCloud.

Under the Data Log menu tab select AcuCloud from the left side menu to access the AcuCloud
Configuration webpage. The user then will first need to select Enable under AcuCloud Enable.

+ Then copy the Module Serial Number that appears below.

k 810 Gateway @

 AcuCloud Configuration .

AHB22033401 PAHB22093201 ) ESTIS0S5068 WEST 19058068 EHM22T01OTS PEHM2210TDTS

Log File Length

TestAcuCloud  Clear AcuCioud Post Logs

Figure 10-7 AcuCloud Configuration Webpage
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Next, the user will need to login to AcuCloud with administrative access in order to add the

devices.
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Figure 10-8 AcuCloud Home Page

+ Adding a new device can be done under the Facilities menu tab by selecting the desired
facility and clicking on the Devices menu tab.
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Figure 10-9 AcuCloud Device Lists

Clicking on the + New Device button, the details need to be entered:

- Select the name of the facility in which the device will be added from the Facility drop-down
list.

- Select the AculLink 810 from the Choose a Model drop down list.

- Select This is a gateway Device box.
Provide a name for the device under Device Name.
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+ Paste the serial number that was copied from the AcuLink 810 webpage under the Serial
Number field.

+ Provide a description for the location of the device under Location.

+ Click the SUBMIT button.
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Figure 10-10 AcuCloud Add Device

Once the gateway has been successfully added, a token will be returned on the ensuing page. The
user will need to copy the token as it will be used in the next step to configure the gateway to
send its data to AcuCloud.
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Figure 10-11 AcuCloud Device Token

Go back to the Aculink 810 webpage and paste the token that was generated into the AcuCloud
Token field.

+ Click the Save button.
+ Then click on Test AcuCloud button to see if the AculLink 810 can reach the AcuCloud server.

NOTE: /f the test connection fails, please check the network settings of the AcuLink 810 and make sure
the AcuCloud URL and token was entered correctly.
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Figure 10-12 AcuCloud Configuration Webpage

The Aculink 810 gateway is now successfully configured to report to the AcuCloud EMS software.
Once areport is created in the AcuLink 810, the report for the devices will be posted to AcuCloud.

Check to see if AcuCloud is receiving data from the gateway by going to the Devices webpage in
AcuCloud and observing whether the name of the selected devices from the gateway appear in
AcuCloud with a Last Received Data timestamp as seen below.

ACCUENERGY i Ao wum Tun @ &
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Figure 10-13 AcuCloud Device List (Devices Added)

10.5 Post Historical Data

The Aculink 810 supports user to post logged data to their server in the scenario that Aculink
810 is configured to log data, but the post channel is not yet setup or configured. User can select
time frame and interval they need for the logged data to repost to their server.

To configure the Post Historical Data webpage, users need to select the corresponding tab.

Post Channel: Select the Post Channel from the drop-down list.
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Post Channel 1/2/3: AcuLink 810 will push the data to the configured channel.

AcuCloud: AculLink810 will push data to Cloud and only time frame can be selected, all other
settings will be default if this post channel is selected.

Device: Select the device for the data that user would like to push to AcuCloud.
- Time Frame: User can select the time frame for data they would like to push to the server.

Timestamp Format: Select the format of the timestamp for the data to be pushed. The format

for the timestamp can be based on the Local Time, UTC Seconds or based on ISO8601 format.

Log Filename Format: Select the format of the log file name for the data that to be pushed.

The format for the log file name can be based on UTC Timestamp or Time interval format. An

example of each file name format is shown next to each setting.
Log File Format: Users have the option to select the type of file format the log file is pushed

as. The two formats are CSV and JSON.

Log File Length: Select the length of the log file, it can be from one minute to one month.
The log file length is in reference to the post channels sending interval, for example if the
log interval is one minute and the log file length is five minutes the log file will be sent to the

server every five minutes.

Log Interval: User can select the frequency of the data pushed in the drop-down list. The
minimum interval is five minutes for AcuMesh device and interval must not be shorter than

the log file length.
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Post Channel 1
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Post Historical Data
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2023-11-27 - 2023-12-01

Timestamp Format*
© Local Time Strin

UTC Seconds eg
1508601 Format

Log File Name Format*

UTC Timestamp <. I
© Time interval Format eg.

Log File Format*

Log File Length*

1 minote

000-Tmin.cs

Log File Name Prefix

Enter Log File Name Prefix

Maximum 20 characters
Log Interval*

1 minute 4

Figure 10-14 Data Post Historical Data Setting Webpage
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Chapter 11: Network Diagnostics

Chapter 11: Network Diagnostics

The AcuLink 810 network diagnostics webpage can be used to monitor the status of the gateway
device.

In the Network Status webpage under Diagnostics the menu tab, users can check the Ethernet
Network, Routing Table, DNS Server, and Network Status.

NOTE: To check the Wi-Fi Network Status, the AcuLink 810 must be configured for Station Mode.

AcuLink 810 Test ® Logout

Network Status
RSTP Status

Host Lookup
Connection Test
NTP Sync Test
Modbus Debug Log
Mbus Log

Debug

Aculink 810 Test

okup

Connection Test

NTP Sync Test

. Network Status

Ethernet Network

tho Link encep:Ethernet Hiaddr ec:c3:8a:21:0d: a9
UP BROADCAST MULTICAST MTU:1560 Metric:l
RX packets:@ errors:® dropped:0 overruns:0 frame:0
TX packets:0 errors:0 dropped:@ overruns:@ carrier:@
collisions:e txqueuelen: 1000
RX bytes:@ (8.0 B) TX bytes:0 (0.8 8)

eth1 Link encap:Ethernet Hiaddr ec:c3:8a:21:0d:a3
inet addr:192.168.60.48 Bcast:192.168.63.255 Mask:255.255.252.8
UP BROADCAST RUNNING MULTICAST MTU:1560 Metric:l
RX packets:10605774 errors:0 dropped:622772 overruns:@ frame:@
TX packets:2366905 errors:@ dropped:@ overruns:@ carrier:@
collisions:@ txqueuelen: 1000
RX bytesi923470278 (580.6 MiB) TX bytes:1424107652 (1.3 GiB)

1o Link encap:Local Loopback
inet 2ddr:127.0.0.1 Mask:255.0.0.8
UP LOOPBACK RUNNING MTU:65536 Metric:l
RX packets:147582 errors:@ dropped:® overruns:o frame:o
TX packets:147862 errors:® dropped:@ overruns:o carrier:@
collisions:0 txqueuelen:l
RX bytes:61349285 (58.5 MiB) TX bytes:61349285 (55.5 MiB)

tuno Link encap:UNSPEC Huaddr
inet addr:10.1.0.54 P-t-P:10.1.0.54 Mask:255.255.0.0
UP POINTOPOINT RUNNING NOARP MULTICAST HTU:1500 Metric:l
RX packets:9940 errors:0 dropped:@ overruns:0 frame:0
TX packets:11219 errors:0 dropped:@ overruns:@ carrier:o
collisions:0 txqueuelen: 500
RX bytes:1533277 (1.4 MiB) TX bytes:8801390 (8.3 HiB)

uland  Link encap:Ethernet Hiladdr 00:25:ca:84:e8:6d

Refresh Network Status

Figure 11-1a AculLink 810 Network Diagnostics Status 1

Routing Table

Kernel TP routing table

Destinstisn  Goteusy Genmask Flags metric mef  use Ifsce
6.0.0.0 192,188,631 0.0.0.0 uw e & ctht
10.1.8.0 2.0.0.0 uoe ® © turd
192,168,600 2.0.0.0 U o e & ethl
192.168.100.0 ©.0.0.0 uoe o © wlano

DNS Server

nameserver §.8.5.8

nemeserver 0.6.4.4

Figure 11-1b AcuLink 810 Network Diagnostics Status 2
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AculLink 810 Data Acquisition Gateway & Server

Aculink B10 Test 0 Logout  Monday, December 4, 2023 11:02

Diagnostics
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wip o
udp o
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udp o
usp o
utp s sssssan
Refresh Network Status

Figure 11-1c AcuLink 810 Network Diagnostics Status 3

In the RSTP Status menu tab, users can check the status of the Rapid Spanning Tree Protocol, if it
is being used for the topology of the Ethernet network.

Aeullnk 810 Gatewoy 8 Logout  Mondi Februory 12,2024 118PM @ About  deulink 410 ATIEMEDSY'
Deviees  Datalog  SystemSetiogs  Prolocols  Temolstes Ao

_ RSTPStatus

riage Status.

E1L_cLient_inits Couldn’t conmect te server

NTP Sy Test Port status

Ctl_client_inits Couldn's commect to server

Figure 11-2 AcuLink 810 Network Diagnostics RSTP Status

In the Host Lookup menu tab, users can use the ping function to check if the AcuLink 810 can
communicate over the connected network.
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Chapter 11: Network Diagnostics

Aculink £10 Gateway

Host Lookup
¢

Name of system or domain to lokup
nsicokup @ ping [ traceroute
ping
PING 8.8.8.8 (5.8.8.0) 56(84) bytes of data.

64 bytes from 8.8.8.5: feap_seqel trlsld7 timealS.é w3
84 bytes from 5.5 se4=2 111137 © o ms

- BE.0.0 ping statistics <o
§ packers trancbttad, § received, 0K packer loss, tise 4006az
ret min/evg/mex/adey = 13.738/18.575/16.726/1.090 ns

Figure 11-3 AcuLink 810 Host Lookup

t Monday, D

In the Connection Test menu tab, users can test the local network connection of the Aculink 810.
The test will show 'SUCCESS' and ‘PASS' if the network test is successful. Otherwise, the test will
show ‘FAIL" if network issues are found.

Acuink 810 Gatewsy

Devces  Daalog

RSTP Stats

Host Lookup.
Connection Tos
NTP Sy Tast
Mobus Detug Log
Meus Lsg

[

6 Logout  Monday, February 12, 2024 118 P @khout  Acullnk 810 ACTIEMSIEN

g Prowcol  Templates

 Connection Test

i he process, thess tests.

Connaction Resut

# Loos Back Address &
PTG 127.0.0.1 SUCCESS
# Gateasy 8
PING 192.168.62.1 SUCCESS
1e
I 1.8.8.8 suceess
smsan
PG 8.8.4.4 succEss

TEST COLETE 474 puss

Figure 11-4 AcuLink 810 Network Connection Test

In the NTP Sync Test webpage, users can determine if the Network Time Protocol is functioning
correctly, as seen below.
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Aculink 810 Gateway @ Logout Monday, December 4, 2023 333 PF

Devices  Datalog  System Set Protocols  Templates  Maintenance

NTP Sync Test
<

Network Status
RSTP Status
NTR $ync

Hest Lookup
2 & Dec 15:33:37 ntpa[20779]: Atpd 4.2.0p1081.3726-0 Thu Jul 26 19:52:20 UTC 2018 (2): Searting
Connection Tesx 4 Dec 15:33:37 ntpd(20779]: Command line: ntpd -dgq
4 Bee 15:30:37 ntpd(20779]: proter precision = 2,000 usee (-39)
Finished Pacsing! !
Modbus Debug Log Festrict: op 1 addr 8.0.8.9 mask 9.0.9
restricti op 1 adér 127,
restrict source tesplate of e
Debug restrict: op L adér (nell) mask (null) mflogs G6004000 Flags 090MICe

move_fd: estimated max deseriprors: 1024, nttial socket boundary: 16

& Dec 15:33:37 npa(20779]: Listen and drop on © véwildcard 9.9.9,9:123

4 Dec 15:33:37 ntpd[20779): Listen normally on 1 lo 127,8.6.1:123

Festrict: op 1 addr 17.0.0.1 mask 255,355,255, 355 wfLags SOGD1000 flags 00001

4 Dec 15:33:37 npd[20779): Listen normally on 2 ethl 192.168.62,161:123

restrict: op 1 addr 192.168.62.161 mask 285.285,285.255 milags OO0 flags D001

4 Drc 15:33:37 npd(20779): Listen normally on 3 wian 192.168.100.1:123

Festrict: op 1 adér 192.168.100.1 mask 255.255.255,255 mflogs 50003000 flags 09090091

4 Dec 15:33:37 ntpa[20779]: Listen normally on 4 tun® 10.1.1.31:128

Festrict: op 1 addr 10.1.1.31 msk 255,255,255.255 mflags 00003000 Flags 1

4 Dac 13:33:37 Atpd[20779]: Listeniog on routing cocket on fd NI7 for intecface updates

event at ¢ €.9.9.9 016 96 restart

peer_name_resolved(.us.posl.ntp.org) rescode ¢

key_expire: at @ assocd 24899

peer_clear: at @ next 3 associd 24699 refid INAT

Festrict: op 1 adér 135.60.201.49 mask 255.255.255.255 mflogs 0000000 flogs 090001¢0

Festrict_source: 1386820189 host restriction sdded

event at ® 138.68.201.49 8911 81 mobilize assoc 24659

Pewpeer: 192,160.62.161-7138,68.201.48 mode 3 vers 4 poll 6 10 Flags G101 Sxd Tl © Key 00000000

NTP Syn Test

Flags 000000 Flags BMKISAD
+233.233 mflags cooeeete flags Gouoters
0

Mbws Log

suth_sgekeys: % 4 keys & expired ©
Peer_emits ot 3 102.168.62.161-3136.66.201.40 made 3 len 48 st Gxed1BBE24.da¥e1?3d
auent at 3 138.68.201.49 6014 84 reschable

clock_filter: n 1 off -9.000081 del 0.072537 dsp 7.937562 Jit ©.000002

Peer_xmit: at 5 192.168.62.161-3136.65.201.49 mode 3 len 48wt Gxe9188626, 4603648

Figure 11-5 AcuLink 810 NTP Sync Test

In the Modbus Debug Log webpage users can view the Modbus packet requests from the
Aculink 810 to the connected Modbus devices. The Modbus Debug Trace can be enabled to keep
track of the Modbus activity for the Aculink 810. The Modbus debug logs can be exported and
downloaded for further analysis.

35PM @ About

AcuLink B10 Gateway B Logout  Monday, December 4

s Dataloeg

Modbus Debug Log
<

Network Status

RSTP Status
Modbus Debug Trace:

Host Lookup
© Enzble ) Disable

Connection Test

NTP Sync Test Interval Type Stave ID Function Code
Modbuss Datasg Log : Enter Fun
Mbus Lag

Detug

Dest Type SlavelD  Function Code Data

FO FO FOFS FO FF FO B0 10 10 FO FO 10 £0 FO FO FS FO £6 FO DO 1090 FO 70
10 FO FOFO F5 FO FF F0 FO 10 80 FO 70 10.£0'F0 O FS FO FF FO DO 10 30 F0

i e Auod10 muRE @ 3 7010 F0F0 FOFS FO F6 F8 FO 10 10 FO 70 10F0 FO FO £5 FO FF F0.10 1070
FO 70 08 FO FO FF FO FO F5 FOFO F6 FO 30 10 50 FO B3 10 FO FO FF FOFO FS
FQ FO F6 FO 10 10 DO FO 70 10 FO FO FO FO 7D FO FF

1204 Aculink810  meter 48 03 2002 00 38 E0 41

153302423
4803 700000 00 0000 00 00 0000 00 00 00 42F1 9284 42 F1 94 B4 42
F1.8E 6542 F1 94 75 00 00 09 00 00 00 09 00 00 00 00 00 00 00 00 00 42

20231204 :

St o Aculinkd10  RIURSP 72 3 6 F
00 00 00 0O 00 00 00 00 O 00 00 00 0D DO EO FO 70 20 FO 01 00 00 00 0O

100 0000 3F B0/00 00 3F B0 00 00 3F B0 00 00 3F B0 0000 04 54

Figure 11-6 AcuLink 810 Modbus Debug Log
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Chapter 11: Network Diagnostics

In the Debug webpage, users can enable SSH connection. Users can also download the AcuLink
810 diagnostic file.

The debug diagnostic options are recommended to be set to 'All Off', as this feature is used for
troubleshooting and can affect the performance of the gateway if turned on.

By clicking the Download Diagnostic File button, users can download a full overview of the
Aculink 810 network. If users are experiencing any issues with the AcuLink 810, the diagnostic file
can be sent to Accuenergy technical support for further analysis.

AcuLink 8% Gatoway @ Logout  Monday, February 12, 2024 119 @ Abowt  Acuink 810 ACISSREY

Dobug Diageostc - AllOH
Turn On/OHf all debug diagnostics
on ot

‘Show Datail

Figure 11-7 AcuLink 810 Debug Webpage
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Chapter 12: Maintenance

12.1 System Status

Users can check the AcuLink 810's memory usage under System Status webpage located under
the Maintenance menu tab.

The System Status webpage allow users to monitor an overview of the Aculink 810 internal
processing for CPU, RAM, Disk, and RS485 usage.

Devices can also be manually rebooted by clicking the Reboot System button at the bottom.

Acudink 810 Gatoway

oxstoa  Syeemsewngs P Rl o I

System Status

O Lot Mancy Fobruary 12, 2024 118PM @ Abous Accdink B0 ACTUENSTY

e

R

Figure 12-1 AcuLink 810 System Status

12.2 Event Log

Historical data of the system event can be checked y clicking on the Event Log button under the
Maintenance menu tab. Event logs can be filtered by entering the Interval number and selecting
a Level from the drop-down list. The level includes either ‘Error’ or ‘Info’. Users can also clear and
export the event logs by clicking the buttons at the bottom of the webpage.

Aculink 810 Test © Logout

M @A
Systom Status o oventlog
% Interval Level
rter Interval elest Level =
-
Timestamp Level Message
2023-12-05 : HTTP post failed, url=hitpy/18:188.85.147:8000/past, (ort=B000, httpCode =0, return 22The requested URL retumed error: 400 Bad
11:2815 " Request{10 times)
2023-12-05 _ HITTP post failed, url=httpi//18.188.85.147:8000/post, port=B000, httpCode s, return 22:The requested URL returned error: 400 Bad
12732 Request(10 times|
2023-12-05 error TP POStfailed, ul=htp://16.188.85.147:8000/post, pot=8000, hitpCode =0, feturn 22:The requested URL returmed error: 400 Bad
1127:11 d Request(10 times)
2023-12-05 vy HTTP post failed, url=hitp//18,168.85.147:6000/post, port=5000, hitpCode =0, return 22:The requested URL returmed ermor: 400 Bad
112651 Request(10 times)

e
Figure 12-2 AcuLink 810 Event Logs
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Chapter 13: Firmware Update

The Aculink 810 firmware can directly be updated from the webpage. Click on the System
Settings menu tab and select Firmware Update from the left side menu.

The Firmware Update webpage lists the current firmware version for the gateway. There are
three methods to update the Aculink 810 firmware, either by selecting the auto firmware update
options, the remote firmware function, or by manually updating the firmware.

13.1 Auto Firmware Update

The Auto Firmware Update function allow users to configure the types of automatic firmware
updates to the Aculink 810.

Disable: This option disables all auto firmware updates.

- Critical Update Only: Automatically updates the firmware for critical issues only.

- Automatically Keep Firmware to Latest Version: The firmware will automatically update
whenever there is an update available for the Aculink 810.

-+ Check Time: Set a time frame for AcuLink 810 to check whether it has the latest firmware
update. If a new firmware version is available, it will automatically update the firmware to the
latest version.

Acuink 810 Test o

System Settings

Firmware Update
<

Current Firmware Version: v0.71
Aute Fiemware Update

Disable (Firmware update will be manually executed from this page)

Critieal Update Gnly (+Recommended® Automatically update firmware when a critical and securlty related issue is fired)
© Automatically Keep Firmware to Latest Version

Cheek Time”

Remote Update

Manual Update

Firmware Update File®

Figure 13-1 AcuLink 810 Firmware Update Webpage
13.2 Manual Update

To update the firmware manually, navigate to the Manual Update section and have the required
firmware file ready. Start by clicking on the Browse button, and then locate the .aup firmware file.
Click the Open button to add the file path.
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NOTE: For firmware files please contact Accuenergy Technical Support.

Figure 13-2a AcuLink 810 Firmware Manual Update -1

Firmware Update

Current Firmurara version: v0.71
Ao Firmerare Update

°
Automaticatty
anest Ve
Check Time:
Bemote Update.
Maral Update

Famwaro Updato Flo®

e o

Figure 13-2b AcuLink 810 Firmware Manual Update -2

Next, click on Upload once the file is selected.

© Logout  Monday, Fobruary 12,2024 156 PM @ About Aculink 810 ACCUSMSIY

Firmware Update

Gurrer Firmuare Version: v0.71
At Fimware Update *

° uesate
Criteal

Ghec Time*

=
.

Manual Updste

Figure 13-2c AcuLink 810 Firmware Manual Update -3
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Chapter 13: Firmware Update

After the firmware has been uploaded successfully, click on Update to begin the firmware
installation.

Aculink 10 Garewsy.

vl  Firmware Update

[,

e Logout Monday February 12,2024 TEOPM @ About  Aculink 81 ACCUSKSHT

Curromt Firmueare Version: w071
Remons Access
At Firmware Update -
Emat
© Dxsabie Firmuars a0 Wil be ANl @ABCIDS T1OM 11 Bage)
Critcal Updiato Ordy {"Rscommended® fiod)
atest versien

asarm nonication

Cortifcate Mansgement Check Timee

e

Gonfqurstion taragamant
Romote Upaate.

Firmess e reacy 1 precsss.

Roady to update

Figure 13-3 AcuLink 810 Firmware Update

The firmware update will take roughly about five minutes to complete.

R O Logost  Mondy, Februar i Aeulie 850 ACTUSKSHY
Date & Tine. = Firmware Update

Current Firmware Version: v0.71
Aato Firmware Update *

© Dlsable (Farmeare update wil be manmaly sxecuied from 1his page)

Cortficate Managernant Cheok Timer

Figure 13-4 AcuLink 810 Firmware Updating

A green banner at the top of the webpage will notify the user that the update was successful.

Aculink 810 Gatewsy. 6 Logout  Monday, February 12, 2024 ¥57 P @ Aot Aculink 810 ACTISASEY
ra , Firmware Update:
e

Currant Firmuara Version: v0.71
[——y—

Rt Ferrwara Updsta *
Emad

Aarm notfcation

only

o Latest vession

Gonicate Mansgement Chock Tover

11 Thie extst
ile enist complete

Start decryptiog and validatisg firmare update package
o

tete.
upsate process

Figure 13-5 AcuLink 810 Firmware Updated
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The Aculink 810 will reboot after the firmware update. The reboot will take approximately about
two minutes to complete, the user will be directed to the login screen after the reboot.

13.3 Remote Update

To use the remote firmware update there needs to be an internet connection to the AcuLink 810
for it to access Accuenergy remote firmware server.

Click on the Check button.

Figure 13-6 AcuLink 810 Firmware Remote Update Check

If an update is available, it will display “Update Available!” along with the latest version and update
detail link to the firmware.

Click on Update to begin the updating process.

Figure 13-7 AcuLink 810 Firmware Remote Update Available
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Figure 13-8 AcuLink 810 Firmware Remote Updating

Figure 13-9 AcuLink 810 Firmware Remote Updated

After the update is complete the AcuLink 810 will reboot, and users will be required to login to the
webpage again.
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Chapter 14: Reset Button

The Aculink 810 has a red reset button located at the top of the unit located next to the
Ethernet and USB ports. This button will reset the Aculink 810 back to its factory default. This
will permanently delete all devices, data logs, alarms, event logs, and device templates. The only
device template that will remain after the reset is the Modbus Gateway Function, however all other
Modbus templates will be removed.

After the reset all network communications on the Aculink 810 will be restored back to its default
setting:

+ Wi-Fi Mode - Access Point (AP) mode.

+ Ethernet 1-192.168.8.101

+ Ethernet 2 - DHCP enabled.

NOTE: It is recommended to refer to Configuration Management in the system settings section for
backing up system and device configuration before performing the factory reset.

To successfully perform a reset on the Aculink 810 data acquisition server and gateway, press and
hold the reset button for ten seconds until all LED lights on the unit are flashing. The reset will be
complete when the LED lights stop flashing.

Reset Button

g = |

00O O O O O O O O O O O

00000000 00000000 00000000

=
Figure 14-1 AcuLink 810 Reset Button
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